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ABSTRACT

In recent years the importance of good corporateig@mnce has received significant public and
regulatory attention. A crucial part of an entit}erporate governance is its internal audit
function. At the same time, there has been sigmitigublic concern about the level of fraud
within financial institutions. Detecting fraud ischallenging task as perpetrators actively engage
in deception in an attempt to conceal their behawaaditors may have limited experience in
fraud detection, and fraudulent activities are mrehdy unpredictable and difficult to detect.
While financial statement fraud has been the maga$ of public interest and research, the other
type of fraud that has received less researchtaiteis misappropriation of assets, which is
typically perpetrated by employees. In recent ffaste has been rise in fraudulent cases reported
in the banking companies in Kenya leading to plg@nnumber of them such as Charterhouse
bank under statutory management by Kenya Bankesbdiation. Because of the extensive
implicit and explicit costs of fraud, identifyingays to increase the probability of fraud detection
is of great interest to afitakeholders. This study desires to establishrifieeince of internal
audit controls on fraud detection among commetuselks. The researcher hopes the study will
be of significance to all the existing firms in thanking industry in Kenya as it will give an
insight to other aspiring companies on what elemeate important for their success.
Government agencies such as KBA and policy makarklaise the results to formulate positive
national policies. The study could also be invaleab the Central Bank of Kenya as it could
furnish it with information that they may use wheoming up with guidelines and regulation
governing the commercial banks to ensure fraudatemlu The study provides information to
potential and current scholars on the relationdkepveen internal audit controls and fraud
detection among companies in Kenya. This, the reseahopes will expand their knowledge on
internal audit in the banking industry and alsantifg areas of further study. The study could be
a source of reference material for future reseascha other related topics; it could also help
other academicians who undertake the same toptlein studies. This research problem was
studied through the use of a descriptive surveygded he target population of this study was
the management staff working in commercial bankthatHeadquarters in Nairobi. Stratified
proportionate random sampling technique was uselect the sample. The study grouped the
population into three strata i.e. senior managarddle level managers and low level managers.
From each stratum the study used purposive sammisglect 120 respondents by taking 20%
from each stratum. The study collected both primang secondary data. Primary data was
collected using a questionnaire while secondaryp s obtained from annual reports of the
companies. Data collected was purely quantitative i was analyzed by descriptive analysis
including the mean, standard deviation, frequenaies percentages. In addition, the researcher
conducted a multiple regression analysis so aseterwohine the effects of each of the five
variables on fraud detection. Tables and figureeewsed to summarize responses for further
analysis and to facilitate comparison. From thealifigs the study concludes that the five
objectives under study namely; proactive fraud taudiompliance with policies; risk
management; controls over efficiency of operatiod amanagement reporting have a positive
influence on fraud detection with proportions adiéated by the regression equation; Y=21.58-
0.05%; — 0.08X% -0.06 X5 -0.06X%; -0.04X%. This interpreted to mean that a unit increasaniy of

the independent variables causes a unit increaBaud detection. The study recommends that
the internal audit function in financial instituti® should be acknowledged and strengthened as it
has a great influence on fraud detection.
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CHAPTER ONE

INTRODUCTION
1.1 Background of the Study

Fraud is expensive at both the societal and org#oizal level. One analysis concluded that the
collective economic cost of fraud exceeds $650dnileach year (ACFE, 2006). The costs at the
organizational level are more immediate and incligeloss of reputation, a decline in market
capitalization and even the dissolution of the fiBecause of the extensive implicit and explicit
costs of fraud, identifying ways to increase thebaibility of fraud detection is of great interest
to all stakeholders, but because the organization holdsuthmate responsibility for any
fraudulent behavior, it has the greatest motivatmdetect fraud before it can adversely impact
the financial statements. One way organizationsecdrance the probability of detecting fraud in
its nascent stage is by identifying, hiring andizitig internal auditors that are best suited fog t

task of fraud detection.

The internal audit function is an important funatitat has been shown to add value and reduce
detected errors by external auditors. Its objestiaee to improve the effectiveness of risk
management, control, and governance and it is dered an important governance tool to
protect corporations from internal criminal behav{dlestor 2004). Further, the professional
literature suggests that internal audit is a vi@bl in fraud detection when assets are

misappropriated by employees or outsiders (BelRil)6).

Fraud is believed to be amongst the most seriorysocate problems, and challenges in today's
business environment, indeed Palshikar (2002) sigdpkat fraud or scam is a dominant white
collar crime in today's business environment, manginesses and government organizations,
particularly in financial and related services,feufrom fraud of various kinds. In the banking
industry, many frauds are perpetrated through flatsipayment instruments. Common fraud
types include; Cheque fraud, computer fraud, Ceaddf and Mail order fraud that's commonly

referred to as internet fraud.

The phenomenon is empirically supported by a nurobstudies; for example, Cain (2009) and
the KPMG Australia fraud survey (KPMG, 2002) eadkicate that over 50 per cent of all



interviewees surveyed believed that fraud is a mbjsiness problem. Similarly, reviews of
fraud cases by Rezaee (2004) revealed that finastat@ment fraud has cost market participants
more than $500 billion during recent years, withaes litigation consequences for associated

auditors.

The risks of fraud within and upon corporations regnbe understated. They include the
immediate risks to the company affected, which fe@incompletely. There is also the reputation
risk to the company that has suffered major fralldis is one reason that companies and
particularly financial houses are so reluctanteport fraud to law enforcement, where they fear
that the likelihood of their names hitting the higaes associated with major losses will result in
competitors’ obtaining an advantage and customeitkimg away. Systemic risk, that affects an
entire financial market or system, and not justcgmeparticipants, cannot be underestimated.
After the secondary banking crisis in the 1980semghso many minor financial houses failed,

largely as a result of fraud, confidence in thekiirag sector was shaken severely.

A possible strategy for auditors in light of thioplem is to assess the likelihood of fraud. The
ability of an auditor to accurately assess the akaud is crucial to the initial assessment of
risk of material misstatement during the plannitege of the audit. The risk assessment will
affect the design of audit tests. Incorrect assessmof risk may result in either inefficient or

ineffective audit.

The value of internal control is apparent in botbventing and detecting fraud as prevention is
better than cure. A weak internal control creatppootunities for fraud and about half of all
frauds occur in the financial area (Valentine et28l02). Internal control system has four broad
objectives; those are to safeguard assets of the fo ensure the accuracy and reliability of
accounting records and information; to promoteceadficy in the firm's operation; and to
measure compliance with management's prescribécgsoand procedures. The effectiveness of

internal control depends largely on managemengiite

Failure to prevent and detect fraud has seriousempurences for organizations in Africa most of
which have experienced a myriad of fraud cases theryears. Although rare in occurrence,

financial statement fraud can result in devastatosges to investors, creditors and auditors.



Detecting fraud is a difficult task for auditors,part because most have never experienced fraud

in their careers (Montgomery et al., 2002).

In Nigeria the banking sector recorded N28.4bn casdraud and forgeries in the year 2010, as
reported by Nigerian Deposit Insurance Corporatiimee amount contained in the 2011 annual
report and statements of accounts of the NDIC esrts an increase of 33.4 per cent over the
N21.29bn recorded in 2010. The increase of 53.5qgeat in the number of attempted or
successful fraud and forgeries cases as reporte2D1i1 over the preceding year could be
attributed to rising fraud cases through Interragtking and suppression of customer deposits.

An analysis of the types of fraud and forgeries coited last year revealed that Automated
Teller Machine frauds and fraudulent transfers/drigtwals accounted for the largest number of
perpetrations. Despite the increase; the lossedtirgsthere from declined by 62.3 per cent from
N6.43bn in 2010 to N2.42bn in 2011. The reducticasvas a result of better and improved
security and internal control measures put in placéhe banks for transactions involving large
sums of money. The highest number of staff involiredases of fraud and forgeries was from
the clerks and cashier status as had been thencdmepreceding years with the lowest being the

typists, technician and stenographers.

The phenomena is no different in South Africa, desihe proactive strategies put in place by
the country's stakeholders to tackle bank carddfralne banking industry suffered a loss of
R403.1m in 2010/2011 — a massive increase of 53%herprevious financial year. In 2009 /
2010, the banking industry incurred losses amogrtnR263.3m. In 2010/2011 this figure rose
by 53% to a massive R403.1m. According to reportsnf South African Banking Risk

Information Centre (SABRIC), the increase in cardufl can be attributed to an increase in

Counterfeit card fraud (63% increase) and CardMtesent (CNP) fraud over the past year.

A concerted effort has been made over the pasttgeagorously educate banking customers on
the importance of safeguarding ones bank cardsPdNd. In combination with the continued

roll-out of EMV Chip and Pin cards these effortpagr to be paying off. The banks now require
customers to either come into their local branchditect their bank cards, or in some cases the
banks have specialised couriers who deliver thdsctr the individual. Separation of cards and

pins when posted has also contributed to a drdyRhfraud.



Central banks in eastern Africa have specific dinds on risk management requiring banks to
have policies, processes and procedures to camtnalitigate material operational risks. These
policies and procedures should be documented amehcoicated. Judiciary systems in eastern
Africa currently do not provide a significant detat to fraud. Systems are slow and the fines
are small compared to the value of fraudulent @wts; Law enforcement authorities are poorly
equipped to deal with white collar crimes like baarkd insurance fraud. Banks and insurance
companies avoid publicity around fraud, as it camdge company reputations. A large number
of frustrated fraud activities may effectively demstrate detection but their secrecy does not
help to prevent the activity in the first placesths according to a PWC report, Spotlight on
Financial services, 2011 Risk survey.

There are two faces to the banking in Kenya. Onenth caution to the wind and embraces the
latest technologies and receives international agclfor its progressive attempts to reach
millions of unbanked Kenyans. The other is the damklerbelly of banking, where fraud and

corruption are rife and seemingly acceptable, dailyities, for bank employees (PWC 2011).

Both internal and external auditors emphasize rif@ortance of fraud assessment and detection
partly in response to calls by professional bodiegulatory agencies, and governments. This
study also contributes to the literature in thisaaas it uses a unique and rich data set to eealuat
fraud detection, which is the self-reported fratmhf the 2004 KPMG Fraud Survey. This data
expands our understanding of the importance oirteenal audit function and the role it plays in
detecting fraud. The results show a significanttpasrelation between an organization having

an internal audit function and the number and valueelf-reported (Carey et al., 2006).

Crime in Kenyan banks has evolved from simple csiroEpetty theft and forgeries to hi-tech
computer based cyber crimes. Frauds in Kenyan banksprove that financial liberalization
aggravates the inherent tendency of shallow matkefsster excessive speculation and worsens
the systematic consequence of such speculativatgcRevelations of fraud, evidence of insider
trading and consequent collapse of investor intdrage led to an almost unstoppable downturn
in Kenyan banks. Bank frauds concern all citizelhshas become a big business today for
fraudsters.

The Companies Act, the Banking Act, the CentrallBaihKenya Act and the various prudential
guidelines issued by the Central Bank of Kenya (GRJverns the Banking industry in Kenya.
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The banking sector was liberalised in 1995 and axgh controls lifted. The CBK, which falls
under the Minister for Finance’s docket, is respesfor formulating and implementing
monetary policy and fostering the liquidity, solegnand proper functioning of the financial
system. The CBK publishes information on Kenya'snowercial banks and non-banking
financial institutions, interest rates and otheblmations and guidelines. The banks have come
together under the Kenya Bankers Association (KB#)ich serves as a lobby for the banks’

interests and addresses issues affecting its meniikenya Bankers Association, 2008).

For the quarter ended March 31st, 2013, the banlsegtor comprised 43 commercial banks, 1
mortgage finance company, 8 deposit taking micesfoe institutions, 7 representative offices of
foreign banks, 108 foreign exchange bureaus anceditaeference bureaus. The commercial
banks and non-banking financial institutions oféerporate and retail banking services but a
small number, mainly comprising the larger bank$groother services including investment

banking, insurance services and custodial sendoemg others (CBK, 2013).

The revised Prudential and Risk Management Guidglissued in November 2012 came into
effect in January 2013. Seven new Prudential Guidglwere issued covering various operating
aspects of banks. These include Outsourcing, Rempiasve Offices of Foreign Institutions,
Voluntary Liquidation, Consolidated SupervisionteSs Testing, Prompt Corrective Action and
Consumer Protection. In addition, the existing ritigk Management Guidelines were reviewed
while two new guidelines on Country and TransfeskRand Information and Communication
Technology Risk Management were introduced. Bankegtor 2013 Outlook The banking
sector is expected to sustain its growth momentarthe backdrop of a stable macro-economic
environment, and domestic and regional expansiorbdnks (CBK 2013). These guidelines
together with the Credit Reference s’ CIS mechasigrmich was launched by the CBK in July
2010 shows the seriousness with which the coustkgen on fighting fraud in Kenya.

The Banking Fraud Investigations Department (BRIE)orted that the soaring levels of bank
related crime on their books is as a direct restiltack of banks to correct the problem. In

addition to this there is an absence of law whpecdically addresses card fraud related crimes
in Kenya, resulting in perpetrators operating fyeshd being handed light sentences if caught.

BFID is also concerned over cases where banks tlaatdimeously on warrants issued to them



allowing the fraud activities to continue in théenm. In terms of ATM fraud there are still
many ATM lobbies which do not have CCTV camerasailtesd as per CBK regulations and this

too hampers investigations.

BFID also identified that forensic auditing was goomised within the banks as the sections
often fall under either internal audit or secudgpartments, which threatens their independence
and integrity. In May 2011 in a response to spirglfraud cases the CBK demanded an audit of
automated payment processing systems operatednerial banks after their investigations
showed the rising cases of fraud were in fact beaiitgated by bank employees at the point of
entry of information into their internal paymensgyms. The incidence average is 57 per cent in
Africa. In 2009, Kenya ranked second after SouthcAfwith 57 per cent reported incidence of
economic crime. The results are generated from04r,@8ponses from senior executives in the 78
countries with PwC terming this as the most comg@nslve survey on economic crime. Though
the survey estimates the loss at Sh10million tom@anization through economic crimes, the
direct cost of the crimes is difficult to gauger Kenya, theft or asset misappropriation is cited a
the most common type of economic crime, followedabgounting fraud, corruption and money
laundering this was reported by PWC Economic Ci8uevey 2011.

Perpetrators of fraud tend to target the estallighmeancial institutions because of their likely
event to have large accounts which are not usedect The NSE listed the top 5 commercial
banks after the 2012 financial reporting to be ngmEquity bank, Standard Chartered Bank
(SCBK), Barclays Bank (BBK), Kenya Commercial BaidCB) and Co-operative Bank (Co-

op ). These banks are going to be the focus ofkthidy.



1.2 Statement of the Problem

In recent years the importance of good corporateig@mnce has received significant public and
regulatory attention. A crucial part of an entiterporate governance is its internal audit
function. At the same time, there has been sigmitiublic concern about the level of fraud
within financial institutions. That an auditor hte responsibility for the prevention, detection
and reporting of fraud, other illegal acts and erns one of the most controversial issues in
auditing, and has been one of the most frequergbatbéd areas amongst auditors, politicians,

media, regulators and the public (Gay et al., 1997)

Fraud is one of the most significant risks affegtohief executives and senior management at
financial services companies in eastern Africautess have tended to focus on fraudulent
claims, but the increasing frequency and sophisticaf fraudulent activities occurring at banks
should serve as a warning for the industry as devRespondents to the eastern Africancial

services risk survey indicated that fraud was aigp(PWC, 2011).

Kenya has the highest incidences of fraud in théldy@ccording to a global ranking of 78
countries surveyed by PricewaterhouseCoopers. @veéaper cent of organizations in Kenya
say they were victims of economic crime over th& B2 months, nearly double the global
average of 34 per cent. While the CBK 2010 sundeynged that 95% of respondents now have
an independent risk management function one ieébte question their effectiveness when it is
reported that banks lost approximately 761 millkdgS to fraud in the six-month period January
to June 2010 and a staggering 1.7 billion KES m ttree months August to October 2010
(PWC, 2011) . Deloitte reported that bank fraugléd to an estimated KES 3 billion in 2010,
approximately four percent of the total sector pability over the same periodf. this trend is
left to continue unabated then organizations iny&ewnill suffer a great deal which could lead to
loss of reputation, a decline in market capitai@matand even the dissolution of the firm. This
could lead to Kenya’s economy stagnating in itsagho Because of the extensive implicit and
explicit costs of fraud, identifying ways to incseathe probability of fraud detection is of great
interest to alstakeholders. This study desires to establishritheeince of internal audit controls

on fraud detection among commercial banks: the chselected banks in Kenya.



1.3 Purpose of the Study

The purpose of this study is to establish the arilte of internal audit controls on fraud detection

among commercial banks: The case of selected bardenya.

1.4 Objectives of the Study

This study sought to achieve the following objeesiv

i.  To determine the influence of proactive fraud aoditfraud detection among commercial
banks in Kenya

ii. To assess the influence of compliance with polica@s fraud detection among
commercial banks in Kenya

iii.  To investigate the influence of risk managemenfrand detection among commercial
banks in Kenya

iv.  To determine the influence of controls over efig of operations on fraud detection
among commercial banks in Kenya

v. To establish how management reporting influencedrdetection among commercial

banks in Kenya

1.5 Research Questions

This study sought answers to the following researg¥stions:

i.  What is the influence of proactive fraud audit saufl detection among commercial

banks in Kenya?

ii. How does compliance with policies influence frawetetttion among commercial banks

in Kenya?

iii. How does risk management influence fraud deteciorong commercial banks in

Kenya?

iv. ~How do controls over efficiency of operations imfhce fraud detection among

commercial banks in Kenya?



v. How does management reporting influence fraud tlete@among commercial banks in
Kenya?

1.6 Significance of the Study

Internal audit adds value through improving the todnand monitoring environment within
organizations to detect fraud. The researcher htpestudy will be of significance to all the
existing firms in the banking industry in Kenya @éswill give an insight to other aspiring
companies on what elements are important for gaicess.

Government agencies such as KBA and policy makarklaise the results to formulate positive
national policies on a framework that is relevamd aensitive to the market forces influencing
the banking industry in Kenya and the East Africagion. The study could also be invaluable to
the Central Bank of Kenya as it could furnish itwinformation that they may use when coming
up with guidelines and regulation governing the pwercial banks to ensure fraud reduction.
The study provides information to potential andrent scholars on the relationship between
internal audit controls and fraud detection amobgganies in Kenya. This, the researcher
hopes will expand their knowledge on internal audlithe banking industry and also identify

areas of further study. The study could be a soofceference material for future researchers on
other related topics; it could also help other acaidians who undertake the same topic in their

studies.

1.7 Delimitations of the Study

The study investigates the influence of internaditaicontrols on fraud detection among
commercial banks; the case of selected banks iny&eimhe study focused on five top
commercial banks in Kenya as listed by the NSEr dfte 2012 half year financial reporting to
be namely; Equity bank, Standard Chartered BankB{C Barclays Bank (BBK), Kenya
Commercial Bank (KCB) and Co-operative Bank (Co}operpetrators of fraud tend to target
the established financial institutions becausehefrtlikely event to have large accounts which
are not used actively. The management staff oftla#l selected five commercial banks
headquarters in Kenya located in Nairobi will begéied These banks are going to be the focus
of this study.



1.8 Limitations of the Study

The researcher encountered various limitations wheae likely to hinder access to information
that the study was looking for. The main limitatioh study was its inability to include more
banks in the study. The study could have coverectibanks across the country so as to provide

a more broad based analysis however resource aonstplaced this limitation.

The respondents approached were reluctant in givifogmation fearing that the information
sought would be used to intimidate them or prinbemative image about their banks. The
researcher handled the problem by carrying an dottion letter from the University and
assured them that the information they gave wosltréated confidentially and it would be used

purely for academic purposes.

The researcher also faced time constrains, the lsagple size selected by the researcher made
it difficult for her to personally talk to every spondent, hence the researcher employed the

services of a research assistant who assistedarcdbection.
1.9 Assumptions of the Study

The researcher makes the assumption that the lafdsus have an internal audit function. The
researcher also assumes that cited respondentsrarersant with the fraud issues and that they

will be willing to discuss issues freely and hohest

1.10 Definition of Significant Terms

Fraud Detection among commercial banksFraud detection is the identification of actual o
potential scheme whose motive/intent is to swirallperson/s of a certain amount of
money or goods within an organization. It reliesmphe implementation of appropriate

systems and processes to spot the early warning sigeal or perceived threats.

Proactive fraud audits— This entails doing the due diligence and constdr@cks on the
institutions operations for any fraudulent cases.
Compliance with policies—Compliance is not merely about obeying laws amuilegions, but

also about acting in accordance with society'sdrigihical and moral standards.
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Risk management - The identification, analysis, assessment, contiahd avoidance,

minimization, or elimination of unacceptable risks.

Controls over efficiency of operations -This is a process affected by an organization boérd
directors, management and other personnel, designpcvide reasonable assurance
regarding the achievement of effectiveness andieffcy of operation, reliability of
financial reporting and compliance with the appdiedaws and regulations

Management reporting - broad-based process of providing statements ohdiah position

(balance sheets), results of operations (inconterstants, statements of shareholders'
equity, and statements of comprehensive incomangds in cash flows (statements
of cash flows), and accompanying disclosure notestr{otes) to outside decision
makers who have no internal source of informatlbalso include real time and after-
the-fact information resulting from data analyséfr@nsaction processing and process
control functions contained within the system.

1.11 Organization of the study

The study was organized into five chapters, easkhaéh contains specific information. Chapter
One contains the introduction to the study. It giv'ackground of the study, statement of the
problem, purpose of the study, objectives of thalgt research questions, significance of the
Study, delimitations of the study, limitations bktStudy and the definition of significant terms.
Chapter Two reviews the literature based on theatives of the study. It further looks at the
conceptual framework and finally the summary. Caaphree covers the research methodology
of the study. The chapter describes the researsigrdearget population, sampling procedure,
tools and techniques of data collection, pre-tgstolata analysis, ethical considerations and
finally the operational definition of variables. &iter Four covers data analysis, presentation,
interpretation and discussion. Finally, ChaptereRivesents a summary of the main findings of
the study, discusses these against what appediterature and also offers a conclusion and

recommendation for further studies.
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CHAPTER TWO

LITERATURE REVIEW

2.1 Introduction

This chapter provides theoretical and empiricabiimfation from literature on topics related to
the research problem. It examines what variouslachand authors have studied/ written about
internal audit controls and fraud detection frorobgll, African and local perspectives. It also

presents a conceptual framework on which the switbgsed

2.2 Fraud detection among commercial banks in Kenya

In our society where the business culture has lowenridden in recent times with fraudulent
practices perpetrated by management and employleedack of clear understanding of the
duties of an auditor in relation to fraud detecti@s often led to unjustifiable criticisms of this
role. Auditors are known to be competent, honest iadependent professionals who express
unbiased opinion on the truth and fairness of ithencial statement as presented by management
to members of the company (Ashton, 1999). The audaoy profession has over the years built a

reputation, which encourages others to rely uperogsinions auditors express.

The Association of Certified Fraud Examiners’ (AQRID08 survey results reported that U.S.
organizations lost an estimated 7% of their anmeaknues to fraud (ACFE 2008). This
percentage increased from the estimated 5% for 20066% for 2004 (ACFE 2006). With
layoffs and cuts in travel budgets for internal itard, there is concern that as economic stresses
increase due to the poor economy there will be nm@tances of fraud and corruption (Sullivan
2009).

As organizations work to reduce the incidence atift, their anti-fraud programs continue to
rely heavily on the internal audit activity. Ovéme as internal auditors review systems in the
organization, they develop an overall knowledgehef organization’s processes, risks, control
systems and personnel (IIA 2009c). These factondribaite to their effectiveness at detecting

fraud.

12



The Institute of Internal Auditors (lIA) providesamdatory guidance for internal auditors in its
International Professional Practices Framework E)Pfarough the International Standards for
the Practice of Internal Auditing (Standards) (RA09a). Several Standards outline the role of
the internal auditor in detecting, preventing, andnitoring fraud risks and addressing those
risks in audits and investigations (IIA 2009c). lI8tandard 1200, Proficiency and Due

Professional Care, requires that internal auditange sufficient knowledge to evaluate the risk
of fraud in their organizations, but they are nqtexted to have expertise in fraud detection. 1A
Standard 2060, Reporting to Senior Management lamdbard, requires that internal auditors
report to the Board any fraud risks found duringirthnvestigations under IlA Standard 2120,

Risk Management. Finally, IIA Standard 2210, Engaget Objectives, states that when internal
auditors are developing engagement objectivespithieability of fraud must be considered (II1A

2009a).

Extensive studies have been conducted in many gesinihto the perception of financial report
users of auditors’ responsibilities in fraud pretvem and detection For example, Monroe and
Woodliff (1994) in Australia; Epstein & Geiger (149Rin the US; Humphregt al (1993) in the
UK; and Low (1980) in Singapore; Leung and Cha00@ in Hong Kong; Dixoret al (2006) in
Egypt; Fadzly and Ahmad (2004) in Malaysia. Theseliss found that many financial report
users believe that the detection of irregularittea primary audit objective and that the auditors
have a responsibility for detecting all irregulest This is a misconception and shows the
existence of an audit expectation gap between @sdind financial report users with respect to
the actual duties of auditors (Humphetyal, 1993).

2.3 Proactive Fraud Audit and Fraud Detection amongommercial banks

Auditors make a contribution to the detection obgible fraud even though “reliance on the
auditors to detect fraud is misplaced”. The fitstge of an audit is designed to establish if the
accounting records are accurate and provide ateltzasis for the preparation of accounts. This
objective can be achieved by checking all the neutransactions which took place during the
financial year and this process might uncover franatept where fictitious evidence have been

carefully created (Norman et al., 2010).
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However, the cost of such an approach is proh@itkortunately, it is possible to reduce the
volume of test without greatly reducing the valddf opinion by using sampling technique.
Using such an approach is almost as likely to defrawid, which would be found by a far
comprehensive examination. But even this approachlso being expensive. As a result, the
auditors adopt a different method, which relieseagively upon the organization’s system of
internal control and internal checks (Gadziala,3)00he essence of the approach is to analyze
and evaluate the system and then to carry out teststablish that the controls are operating
intended and constitutes a reliable basis for theparation of the annual accounts and to

determine the required substantive testing.

The examination of the system is usually done #ithfollowing fundamental consideration: the
possibility of defalcation/fraud, either permanenttemporary, the possibility of undiscovered
errors occurring and the possibility of accountsngedeliberately distorted. If the internal
control is very weak, it may not be possible toresp an opinion at all on the accounts presented
(Nila and Viriyanti, 2008). If on the other hancetimternal control is strong, there could be a
minimization of the amount substantive testing usedrriving at an opinion. At the final stage
of an audit, the search for examination substargwidence may contribute to a large extent in
detection fraud. The auditor in performing his daiyns at being thorough a systematic, but
there is no doubt that some carefully planned agldiyingenious schemes can defeat the most

thorough and systematic of audits.

Research suggests internal auditors believe thsindéss intelligence tools are effective. For
example, Bierstaker et al (2006) found that inteanaitors and accountants tended to rate these
techniques as effective in combating fraud, but $hedy’'s subjects also noted that these
techniques were not used very frequently, excephenargest organizations. Cook & Clements
(2009) shared their concern about the lack of dste best tools that are available and their
hope that internal auditors would develop the skikcessary to continue the fight against fraud
by using the best tools available. In The IIA’'s b Technology Audit GuideFraud
Prevention and Detection in an Automated Wpotle use of technology as an audit tool allows
the internal auditor to go from using IT as a d&teccontrol to a continuous monitoring
technigue. Data analysis technology allows audiimesxamine data for indications of fraud (I1A
2009b).
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2.4 Compliance with Policies and Fraud Detection aonmg commercial banks

An essential part of internal auditing is substtitig compliance with company and regulatory
policies, procedures, and laws. It is essentiabtaew whether employees are conducting their
tasks as desired by management. Assurance mudithieexd that controls are functioning and
responsible parties have been assigned. Theredshbeulritten compliance directives in such

sources as manuals, bulletins, and letters (Nid\anyanti, 2008).

In compliance testing, the internal auditor examim®idence to substantiate that the firm’'s
internal control structure elements are perfornasgntended. A key aspect of internal auditing
deals with compliance as to accounting proceddres.accounting system must be operating as
designed if reliable and consistent accounting da¢ato be provided. The appropriate forms
have to be used in the prescribed manner (Prak00y7). Examples of areas subject to
compliance testing are standards for data proagseontroller’s procedures, procurement, data
retention requirements of the company and goverteh@gencies, security policies, personnel

administration, planning, budgeting, payroll, angense accounts.

Operational auditing looks at the effectivenesdjciehcy, and economy of operational

performance in the business. It examines the reddemess of recorded financial information.
The performance of managers and staff are scratinifor example, there should be an
examination of operational performance related &yr@ll, receiving, purchasing, and cost
control. Generally, operations should be conduateslich a way that results in profitability. A

determination must be made as to whether corpqeiieies are being adhered to as well as
whether such policies are reasonable in the cumamironment or if changes are necessary.

Areas of inefficiency and uneconomical practiceidentified (Arens, Elder, & Beasley, 2010).

Conscientiousness is the personality dimension giiyn responsible for organizing and
directing individual behavior, and conscientioudiuiduals may be characterized as responsible,
ethical, diligent, persevering and thorough (Becgik®08; Digman and Takemoto-Chock, 1981).
Wells (2003) conducted a series of interviews vgititcessful fraud examiners and found that
these individuals exhibited a cluster of commontdrancluding perseverance, diligence and
integrity — each of which is an attribute of th@soientiousness dimension.
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Within the context of the five factor model, onlgnscientiousness has been found to reliably
predict job performance across all occupationalgso(Robertson et al., 2000). Indeed, some
studies have demonstrated that conscientiousnesslates with task performance just as
strongly as cognitive ability. Previous researchs hdemonstrated a linkage between
conscientiousness and task performance, and tkagénhas been shown to be stable across

time.

Conscientiousness can affect job performance umnaber of ways. Conscientious employees are
generally more reliable, more motivated, and haotking; they are also likely to devote more
energy to the task at hand and spend less timaemyihg (Viswesvaran, 2006). This results in
greater assimilation of task related knowledgedileg to greater productivity. Conscientious
individuals would be expected to pay more attentiordetail and profit more from vicarious
learning, thus gaining enhanced job knowledge agidgomore productive. These assertions
were confirmed by Colquitt et al. (2000) who showidt conscientiousness was highly
correlated with motivation to learn and by Bormdrak (1991) who demonstrated a positive
association with job knowledge. Consequently, thexsgnality trait of conscientiousness
provides the basis for hypothesis development daggr the prediction of individual
performance within the realm of fraud detectionn€mentious auditors are theorized to engage
in a more diligent, perseverant, organized andesyatic approach to evidence evaluation than

their less conscientious counterparts.

2.5 Risk Management and Fraud Detection among commaal banks

The internal audit function plays a unique role dorporate governance by monitoring
organizational risks and ensuring that organizafigprocesses are efficient and effectively
controlled. This unique role has been noted in Wedearch and practice. For example, studies
have found that the presence of an internal auwdiction has a deterrent effect on financial
reporting irregularities and employee theft. Gordomd Smith (1992) found that a control
function, such as that performed by internal auddn lead to better firm performance.
Furthermore, Prawitt et al., (2006) found that ithternal audit function moderates the level of

earnings management in companies.
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The internal audit activity evaluates risk exposurelating to the organization's governance,
operations and information systems, in relationefbectiveness and efficiency of operations,
reliability and integrity of financial and operatial information, safeguarding of assets and
compliance with laws, regulations, and contracesse®l on the results of the risk assessment, the
internal auditors evaluate the adequacy and e¥Eoéiss of how risks are identified and
managed in the above areas. They also assessasfients such as ethics and values within the
organization, performance management, communicatiaisk and control information within
the organization in order to facilitate a good goemce process (llA Research Foundation,
2004).

An auditor should assess the risk that errors aaddf may cause the financial statements to
contain material misstatements. (S)he should themngd the audit so as to provide reasonable
assurance that material errors and fraud are @eteéin entity’s risk assessment for financial
reporting purposes is its identification, analysisd management of risks pertaining to financial
statement preparation. Accordingly, risk assessmey consider the possibility of executed
transactions that remain unrecorded. Assessingl frigld is a natural role for internal auditors,
and one that is in keeping with The IIA’s fraudateld Practice Standards (IIA 2009c). With
their understanding of the business and its presegheir knowledge of the organization’s
performance and related pressures, and theiryatoliassess internal controls (Zikmund, 2008),
internal auditors’ skills and abilities to determithe top fraud risks in terms of likelihood and

impact are vital to the company’s anti-fraud progra

Based on the fraud risk assessment, an anti-fraadrgam ensures that there are adequate
controls in place to prevent and detect fraud. @&dtgh the goal of prevention is to stop fraud
from occurring, it is not cost-effective to prevetitfraud so it is important to have controls that
allow for the prompt and effective detection of amaterial frauds. In some cases, “an
organization may choose to design its controlsdted rather than prevent fraud risks” (1A
2009c, 18). Compared to preventive controls, cdéstmaod procedures to detect fraud tend to be
less obvious in the organization (IIA 2009c, 21pa#t from red-flag studies, research in this

area tends to be less pervasive.

Recent corporate frauds (e.g., Enron, Tyco and &@w) and increased regulation have

emphasized the importance of risk assessment. Sé@dio8 404, for example, requires
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management to perform a fraud risk assessment, ROMOB Auditing Standard No. 5
emphasizes the importance of internal controls r@sid assessment (Ugrin and Odom, 2010).
These regulatory initiatives have resulted in agnaented focus on internal control systems and
fraud detection. Rose and Rose (2003, 312) fourad the “assessed level of fraud risk
systematically affects the evaluation of evidenge aonditors.” Clearly, accurate fraud risk

assessments are critical to organizations (Norrhah 2010).

According to SAS No. 99, three conditions are gelterpresent when fraud occurs: (1)
management or other employees have an incentivaseounder pressure to commit fraud; (2)
situations exist (e.g., the absence of controkfféstive controls or the ability of management to
override controls) that provide an opportunity fiaud to be perpetrated; (3) the offending party
is able to rationalize committing a fraudulent adte greater the incentive or pressure, the more
likely an individual will adopt an attitude thatl@ahs them to rationalize committing fraud.
Furthermore, the tone of managerial attitudes cdlnance the probability of organizational
fraud. The current experiment contains scenariosctwlinclude a variety of risk factors

associated with incentives, opportunities anduatéis (Arens, Elder & Beasley, 2010).

The organizational psychology literature can previasights into fraud detection by classifying
fraudulent acts, such as theft of assets and misLiggormation, as counterproductive work
behavior. Sackett and DeVore (2006) note that peds@nd situational factors such as
organizational policies and practices, organizati@ulture and internal control systems all serve
as determinants of counterproductive work behavidhese factors are evident in the work of
Bell and Carcello (2000) who identified a numberanitecedents associated with fraudulent
financial reporting including such items as rapidvwgh, weak or ineffective internal controls,
managerial preoccupation with meeting earningsgptajns, and aggressive managerial attitudes

coupled with weak control environments.

It has been estimated that auditors only detecbbfraud (Zeune, 1997); therefore any tool that
might assist in the detection process would be napbd The identification of red flags is one
such a tool. Pincus (1989, 154) characterized lagkfas risk factors that serve as “warning
signals for fraud based on economic factors andnbss structure factors.” In order to
effectively detect fraud, an auditor must be saresio the identifiable risk factors and assess the

likelihood of fraud to be higher when those factexsst than when they do not (Hoffman and
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Zimbelman, 2009). Awareness of significant warngngns such as the presence of identifiable
risk factors can help auditors assess fraud rigsk raay serve as an effective early warning

system. When evaluating organizational risk, regdlrepresent situational indicators that point
to the need for the auditor to be more attentianthormal, and their presence should increase

an auditor’s sensitivity to the possibility thaafid may exist.

2.6 Controls Over Efficiency of Operations and Frad Detection among commercial banks

Control activities are the policies and procedumnagement has implemented in order to
ensure that directives are carried out. One taghtefnal auditing is to ensure that controls are i

place that will detect fraud and also to reporudrawhich is supported by the professional
literature that shows whistle blowing and invedigas by the in sourced internal auditor is an

effective fraud detection device (Morgan 2005).

Internal control consists of the organization piagrthat includes all methods used to safeguard
the company assets, to insure the reliability dbrimation, to support the efficiency and
effectiveness of operations, and to insure the ¢amge with rules and regulations (Arens,
Elder, & Beasley, 2010). The regulation of IndoagSovernment No. 60 (2008) in paragraph 1
of section 1 defines the government internal cdrgtystem as follows: an integrated process on
activities and actions that enforced continuougiyrtanagers and all employees to give adequate
assurance in achieving the organization goals figiezit and effective manner, by the reliability
of financial report, by safeguarding governmentetsgssand by compliance with rules and

regulations. (p. 2)

Mensah, Aboagye, Addo, and Buatsi (2003) found doglievidence in Ghana that effective
internal control improved good governance practiaed decreased the corruptions. Pratolo
(2007) found that the effective internal controtihositive link with good corporate governance
at State Owned Enterprises in Indonesia. Simil#n tis finding, Nila and Viriyanti (2008) also
found that internal control had a positive relasioip with good corporate governance at State

Owned Enterprises in West Java, Indonesia.

Control activities may be classified into the felWiog categories: Performance reviews,
including comparisons of actual performance witddmets, forecasts, and prior-period results. It

also comprises information processing. Controlatigd) to information processing are generally
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designed to verify accuracy, completeness, andodattion of transactions. Specifically,
controls may be classified as general controlspplieation controls (Dixoret al, 2006). The
former might include controls over data center apens, systems software acquisition and
maintenance, and access security; the latter appghe processing of individual applications and

are designed to ensure that transactions thataoeded are valid, authorized, and complete.

Control activities also include physical controlghich involve adequate safeguards over the
access to assets and records, include authoriZati@ccess to computer programs and files and
periodic counting and comparison with amounts shamncontrol records. It also include
segregation of duties, which is designed to rediieepportunities to allow any person to be in a
position both to perpetrate and to conceal erroiigregularities (fraud) in the normal course of
his or her duties, involves assigning different gleothe responsibilities of authorizing
transactions, recording transactions, and maimgintustody of assets. Reviewing and
evaluating the reasonableness, adequacy, and afpphlicof accounting, financial, and other
operating information and controls. Effective cotgrshould be implemented at reasonable cost
(Gadziala, 2005).

The internal auditors are expected to provide renendations for improvement in those areas
where opportunities or deficiencies are identifié¢hile management is responsible for internal
controls, the internal audit activity provides assite to management and the audit committee
that internal controls are effective and workingragended. The internal audit activity is led by
the CAE. The CAE delineates the scope of activiteghority, and independence for internal
auditing in a written charter that is approved hg audit committee. An effective internal audit
activity is a valuable resource for management twedboard or its equivalent, and the audit
committee due to its understanding of the orgaimmaand its culture, operations and risk
profile. The objectivity, skills, and knowledge obmpetent internal auditors can significantly
add value to an organization's internal contrak nmanagement, and governance processes.
Similarly an effective internal audit activity canovide assurance to other stakeholders such as

regulators, employees, providers of finance, araettolders (IIA Research Foundation, 2004).

SEC officials have repeatedly emphasized the inapog of the internal audit function to the
overall control structure of an organization. Fotample, former SEC Chief Accountant

Herdman (2002) stated that an effective internaitafwnction is “crucial to the success of a
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company in stemming fraud and abuse, and in theapagion of accurate financial statements.”
The SEC Director of the Office of Compliance Ingpmts and Examinations Richards (2002)
noted that internal auditors have a critical roiefraud prevention and compliance promotion.
More recently, the Associate Director of the OffafeCompliance Inspections and Examinations
for the SEC has stated that she considers intewndit a critical component of a company’s

internal control structure (Gadziala, 2005).

2.7 Management Reporting and Fraud Detection amongommercial banks

Internal auditors play an important role in frauetettion with most frauds identified by the
internal audit function (KPMG, 2003, Norman et &010). Due to the importance of effective
fraud detection, any measures that can enhancadftbacy of auditors should be of value. While
experience and ability are undeniably importantthe detection process, certain individual
characteristics may be predictive of the capadtgétect fraud (Ashton, 1999). Understanding
how auditors are perceived, and how these perceptead to beliefs regarding their detection

abilities, is an important first step in relatingrponality traits to the efficacy of auditors.

Auditing is an independent appraisal process ofg@werned by statute for examining,
investigating and verifying the financial statensenf any organization or entity by a qualified
person appointed to do the job who seeks to eshaui an opinion concerning the truth,
accuracy, validity, reliability and fairness of tlstatements and the records on which the
statements are based and concerned with any staturtother requirements. To make auditing
possible, the internal control measures shoulddeg@ate and perfect. The accounting system

must be sound and the organizational structure nmatgdbe overlapping.

To provide credibility to reports and accounts éfiere, auditors must examine records available
through to detect errors, disclose fraud, detegt fanm of irregularity or misleading report,
evaluate the effectiveness or otherwise of themadecontrol system in place. Auditing enables
the management and investors to have correct dimiert information for decisions making
sufficient skill and experience (ACFE, 2008).

The internal auditing profession is guided by theeinational Standards for the professional
practice of Internal Auditing. According to the énbational Standards for the professional

practice of Internal Auditing (2008), the purposethority, and responsibility of the internal
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audit activity must be formally defined in an intal audit charter, consistent with the definition
of internal auditing, the code of ethics, and ttamdards. The CAE must periodically review the

internal audit charter and present it to senior ag@ment and the board for approval.

The study of Roe (2004) focused on internal audiependence and corporate governance. The
study analyzed the internal audit function as st fine protection against insufficient corporate
governance and financial reporting. With suitabl@mort from the Board of Directors’ Audit
Committee, the internal audit staff is in the bpssition to collect intelligence on unsuitable
accounting practices, insufficient internal corgrahd unsuccessful corporate governance. The
result of the study showed that the internal asditpe should be extensive to address strategic
business issues as well as increasing some fulfiitraudits. There is a strong support for
internal audit to play a major role in monitoring conformity in positive manner. As a result,
the Chicago area internal audits groups previobslye taken vital steps to move past the

dialogues stages and have become vigorously engagedformity monitoring (Barriff, 2003).

Proceedings of the 3rd Asia-Pacific Business Rebe@onference 25 - 26 February 2013, Kuala
Lumpur, Malaysia, presented by Rozmita Dewi Yumiginowed that the internal audit function
effectiveness can protect companies from frauduieancial reporting when internal auditors
are competent and objective in the following tweas: (1) detecting fraudulent financial
reporting; and (2) reporting detected fraudulenaficial reporting to top executives if they are
not involved in fraud or, otherwise, the board oedtors and its representative audit committee
for further investigation of the possibility of frdulent financial reporting. Thus, the internal

audit function effectiveness plays a crucial roleetecting fraudulent financial reporting.

2.8 Theoretical Review

This study presents two theories relevant to thelysthamely the Agency Theory and the
Institutional Theory.Meckling and Jensen (1976) in their paper on theorh of the firm

defined the agency relationship as a contract uwtiézh one or more persons (the principal(s))
engage another person (the agent) to perform s@nacs on their behalf which involves

delegating some decision making authority to thenag
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The first scholars to propose, explicitly, thahadry of agency be created, and to actually begin
its creation, were Stephen Ross and Barry Mitniclependently and roughly concurrently.
Ross introduced the study of agency in terms oblpras of compensation contracting; agency
was seen, in essence, as an incentives problemicklintroduced the now common insight that
institutions form around agency, and evolve to deih agency, in response to the essential
imperfection of agency relationships. That is bétvawnever occurs as it is preferred by the
principal because it does not pay to make it perf@at society creates institutions that attend to
these imperfections, managing or buffering thengpéidg to them, or becoming chronically
distorted by them. Thus, to fully understand agemey need both streams to see the incentives

as well as the institutional structures (MitnicR0B).

Fama (1980) proposed that separation of securityeaship and control can be explained as an
efficient form of economic organization within theet of contracts” perspective. He set aside the
typical presumption that a corporation has ownerariy meaningful sense and the concept of
the entrepreneur for the purposes of the large moderporation. Instead, the two functions
attributed to the entrepreneur, management andoasking, were treated as naturally separate
factors within the set of contracts called a filrHe proposed that the firm is disciplined by
competition from other firms, which forces the auan of devices for efficiently monitoring
the performance of the entire team and of its iwdial members. In addition, individual
participants in the firm, and in particular its ragers, face both the discipline and opportunities

provided by the markets for their services, botthimiand outside of the firm.

Agency theory evolution also owes much to the cafmgovernance literature, which analyzes
the problem of the separation of ownership androband the role of indirect policing forces in
aligning shareholders and management's interéses.contemporary literature identifies three
essential indirect policing forces: the labor madiscipline, the product market discipline, and
the market for corporate control (Padilla, 2003mfa (1980) in Padilla (2003) argues that one
mechanism to mitigate management's opportunistiawer is the managerial labor market. He
argues that manager's career and reputation canoeith alleviate negative incentives.
Moreover, Fama argues that career concerns alswlate competition between the managers
inside but also outside the firm, which, in tumngliices a monitoring process between managers

to emerge. According to Fama and Jensen (1983anma and Jensen (1998), agency problem is
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controlled by decision systems that separate theagement (initiation and implementation) and
control (ratification and monitoring) of importadecisions at all levels of the organization.
Devices for separating decision management andidaccontrol include; decision hierarchies
in which the decision initiatives of lower leveleags are passed on to higher level agents, first
for ratification and then for monitoring, boards directors that ratify and monitor the
organization’s most important decisions and hiieg, fand compensate top-level decision

managers, and incentive structures that encouragatmmonitoring among decision agents.

According to institutional theory by Fogargt al(1997), an organisation is designed
and functions to meet social expectations in socafaits operations are visible to the
public. Therefore organisational internal operatiomwhich are often complex and
difficult to identify, may take second place to tissue of external legitimacy. It is
suggested that the external image of the orgaaisatiay be loosely coupled with its

operating processes and the kind of technologgiapts.

Fogarty et al. (1997) developed this, asserting that the coumiioh of institutional
theory is in the insight that the actual accomplishts of an organisation and what its
structure suggests should accomplish are ofterrdift. The organisation operates with
internal processes that are not normally visibletitose external to it, while other
structures maintained for outsiders do not sigaiftty add to output. Fogarty (1996)
observes that scrutiny by outsiders can be avaidia@ right structures are adopted by
organizations. Loose technological coupling enablemnizations to show success in
external problems whilst allowing flexibility in epational processes. Thus the
institutions should be ready to meet the high obsidopting various technologies in the
internal audit department and ensure that the ataffrained in order for the department

to operate efficiently.
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2.9 Conceptual framework

Fig. 1 presents the conceptual framework on whiehstudy is based.

Proactive fraud audits )
» Checking accuracy of

v

accounting records
* Checking routine transactions
* Investigating errors occurring )

/Compliance with policies \
» Standards for data processing
e Controller’s procedures

* Procurement
« Data retention requirements
K e Security policie /

Risk management
* Risk Identification
* Risk Assessment

}
\_ ¢ Risk Mitioation
O

/Controls over efficiency of operation
» Verification
* Evaluation

* Performance reviews -
* Information processing
* Physical controls
k * Seareaation of uties /
Management reporting
e Accuracy
* Transparency —>

» Consistency

Independent Variables

Figure 1: Conceptual Framework
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2.10 Summary and Research Gap

Proactive fraud audits and fraud investigationsiéthecking all the routine transactions which
took place during the financial year and this pssamight uncover fraud, except where fictitious
evidence have been carefully created. The exaromatf the system is usually done with the
following fundamental consideration: the possigildf defalcation/fraud, either permanent or
temporary, the possibility of undiscovered erracsurring and the possibility of accounts being
deliberately distorted. Further, an essential parhternal auditing is substantiating compliance
with company and regulatory policies, proceduresl laws. The internal audit function plays a
unique role in corporate governance by monitorimganizational risks and ensuring that
organizational processes are efficient and effebticontrolled. Another task of internal auditing

is to ensure that controls are in place that vatedt and report fraud.

From the Literature review, several researchersnsge concur that there is a relationship
between internal audit and fraud detection in ajaoization. These conclusions were confirmed
after empirical evidence was obtained from the asde However there seems to be very few
studies done on influence of internal audit contol fraud detection in commercial banks.
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CHAPTER THREE

RESEARCH METHODOLOGY

3.1 Introduction

This chapter presents the methodology that was tesedrry out the study. It focused on the
research design, methods of data collection, thaulption, data collection instruments and

procedures, the data analysis and finally the aperaization of variables table.

3.2 Research Design

Research design refers to the overall plan usedny out a research. According to Cooper and
Schindler (2007), a descriptive survey design isceoned with finding out the what, where and
how of a phenomenon. According to Chandran (2084)escriptive survey design is concerned
with gathering facts or to obtain pertinent andcpge information concerning the current status
of phenomenon and whatever possible to draw pa@ssitmclusions from the facts discovered.
This research problem will be studied through tke af a descriptive survey design to obtain
pertinent and precise information concerning thituémce of internal audit controls on fraud

detection among commercial banks in Kenya. It isceoned with the generalized statistics that

result when data are abstracted from a numbermofidual cases (Zikmund, 2009).

3.3 Target Population

Target population in statistics is the specific gplagon about which information is desired.

According to Ngechu (2004), a population is a wihdfined set of people, services, elements,
events, group of things or households that aregb@iwestigated. Mugenda and Mugenda,
(2003), explain that the target population showddensome observable characteristics, to which
the researcher intends to generalize the resultseoftudy. The target population of this study
was the management staff working at the five idiexskicommercial banks Headquarters in
Nairobi. The study focused on the 597 headquantensagement staff from the CBK database,
made up of 44 top managers, 185 middle level ar8l18&er level management staff, all of

whom are directly dealing with the day to day mamagnt of the banks.
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3.4 Sample Design

The sampling frame describes the list of all popohaunits from which the sample was selected
(Cooper and Schindler, 2007). Ngechu (2004) undeescthe importance of selecting a
representative sample through making a samplingdrdrom the population frame the required

number of subjects, respondents, elements or fivere selected in order to make a sample.

Stratified proportionate random sampling technigias used to select the sample. According to
Babbie (2004) stratified proportionate random samgptechnique produce estimates of overall
population parameters with greater precision arstiles a more representative sample is derived
from a relatively homogeneous population. Straiiien aims to reduce standard error by
providing some control over variance. Statisticalfy order for generalization to take place, a
sample of at least 30 elements (respondents) nxistt (€ooper and Schindler, 2007). Kothari
(2001) also argues that if well chosen, samplesboiit 10% of a population can often give good
reliability. For this study we shall use a sampie ©f 20% of the population. From each stratum
the study used purposive sampling to select 128orefents by taking 20% from each stratum
The sampling is shown in Table 3.1

Table 3.1: Sample Size

Total population Percentage Sample size
Senior managers 44 20% 9
Middle level managers 185 20% 37
Low level managers 368 20% 74
Total 597 20% 120

3.5 Research Instrument

This section looks at the type and method of datlecion including the tools and their
administration. The study collected both primarg aecondary data. Primary data was collected
using a questionnaire while secondary data wadr@uaigrom annual reports of the companies.
According to Kothari (2010), a self administeredestionnaire is the only way to elicit self
report on people’s opinion, attitudes, beliefs aathies. Ngechu (2004) also argues that the use
of questionnaires is a cost effective method tauacyy information especially from a large or

sparsely located group of respondents. It alsaallimr anonymity. The questionnaire designed
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in this study comprised of two sections. The fpatt included the demographic and operational
characteristics designed to determine fundamenssues including the demographic

characteristics of the respondent while the segamtidealt with the study variables.

3.5.1 Data Collection Procedure

This study collected quantitative data using a-aéthinistered questionnaire. The researcher
dropped the questionnaires at the respondentsé m&aevork and allowed time for filing. The
completed questionnaires were then collected flemréspondents at the agreed time. Structured
guestions allows for uniformity of responses to gjioms. The questionnaire is a fast way of
obtaining data as compared to other instrumentsgévida & Mugenda, 1999) as it gives the
researcher comprehensive data on a wide rangectdréa Questionnaires also allow greater
uniformity in the way questions are asked, ensugreater compatibility in the responses. The
structured questions were used in an effort to exwastime and money as well as to facilitate in

easier analysis as they are in immediate usabhe. for

3.5.2 Validity of the Instrument

According to Creswell (2003), validity is the degiay which the sample of test items represents
the content the test is designed to measure. Miagand Mugenda (2003) contend that the
usual procedure in assessing the content valifliyroeasure is to use a professional or expert in
a particular field. In this study to ensure valddf the questionnaire, the questionnaire (draft
form) was presented to a panel of three supervigbthe proposal level in the University for
their independent review on its factorial, criteriand content. Based on their comments and
suggestions, necessary adjustments were done odrdfiequestionnaire. Further professional
advice was sought from two experts in the subjeaiten and especially the research supervisor.

3.5.3 Reliability of the Instrument

According to Babbie (2004), reliability refers thet consistency of measurement and is
frequently assessed using the test-retest retiabilethod. Reliability is increased by including
many similar items on a measure, by testing a devesample of individuals and by using
uniform testing procedures. The researcher selemtpdot group of 20 individuals from the

target population of the management staff workmgommercial banks to test the reliability of

the research instrument. In order to test the bidila of the instruments, internal consistency
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techniques will be applied using Cronbach's Alpftee alpha value ranges between 0 and 1 with
reliability increasing with the increase in val@@oefficient of 0.6-0.7 is a commonly accepted
rule of thumb that indicates acceptable reliabiftyd 0.8 or higher indicated good reliability
(Mugenda, 2008)Based on the consistent feedback received frome$gonses the researcher
concluded that the instrument was reliable in gjuime required information. The pilot data was

not included in the actual study.
3.6 Methods of Data Analysis

Before processing the responses, the completediopmrsires were edited for completeness and
consistency. The data was then coded into SPS$owne?4.0 to enable the responses to be
grouped into various categories. Quantitative datkected was analyzed by descriptive analysis
including the mean, standard deviation, frequeneied percentages. Tables were used to
summarize responses for further analysis and faiglicomparison. In addition, the researcher
conducted a multiple regression analysis so aseterwohine the effects of each of the five

variables on fraud detection. Regression was usedstimate the coefficients of the linear

equation, involving one or more independent vaespblwhich best predicted the value of the

dependent variable

3.7 Ethical Issues

The researcher ensured that guarantees to theipantis concerning confidentiality are given
and strictly observed by carrying a letter from Uraversity indicating that the study was purely
for academic purposes. The strict standard of yndy was employed which means that the
participant remained anonymous throughout the sawdn to the researchers themselves. The
researcher strived to maintain truthfulness in repg data results by ensuring that there is no

fabrication, falsehood, or any misrepresentatiodaté.

3.8 Operationalization of Variables

The operationalization of variables is shown in[€e%2.
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Table3.2 Operationalization of variables

Objective Variable Indicators Measurement Measurem | Tools of | Type of data
ent scale | analysis analysis
To determine the influencelndependent: Checking accuracy of Level of accuracy of the | Nominal Mean Descriptive
of proactive fraud auditsProactive fraud accounting records records
on fraud detection amongaudits _ _ _ _
commercial banks i Checking routine Routine transaction
Kenya transactions reliability Percentage
Investigating errors Number and type of errorg Ordinal
occurring Ordinal Regression
To assess the influence pbegree of Standards for data Adherence to data Interval Mean Descriptive
compliance with policies compliance with processing processing guidelines
on fraud detection amongpolicies c i g c i h
commercial banks in ontroller's procedures | Compliance wit .
Kenva . controller procedure Ordinal Percentage
y Data retention
requirements Amount of data stored | Interval
Security policies Data security systems | Ordinal Regression
Ordinal
To investigate the Risk management | Risk Identification Number of risks identified| Ordinal Descriptive
influence of risk _ _
management on  frauc Risk Assessment Risk assessment procedyr Mean
detectlon. amon.g Risk Mitigation Risk control measures Ordinal Regression
commercial banks in
Kenya Ordinal Percentage
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To determine the influence Controls over Verification Records and transaction | Interval Mean Descriptive
of controls over efficiency| efficiency of _ verification
of operations on fraud | operations Evaluation o of institutional
detection among ) Review of institutiona ) )
Performance reviews Ratio Percentage Regression
commercial banks in performance J J
Kenya Information processing | | avel of physical controls Interval
Physical controls Duties and responsibilities ©rdinal
Segregation of duties allocation Ordinal
To establish how financial Financial and Accuracy Report correctness Ordinal Mean Descriptive
and management reportingmanagement _ _
influence fraud detection | reporting Transparency Truthfulness of the report| Ordinal Percentage Regression
gmong commercial banks Consistency Reliability of report Ordinal
in Kenya
Dependent: Number of Fraud Number of each type of Mean Descriptive
_ detected fraud identified . _
Fraud detection Ordinal Percentage Regression
among the top five | Fraud detection Capacity of the staff to
Interval

commercial banks
in Kenya

capabilities among the
management staff

detect fraud
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CHAPTER FOUR

DATA ANALYSIS, PRESENTATION, INTERPRETATION AND
DISCUSSION

4.1 Introduction

This chapter discusses data analysis and presentdtthe research findings, the chapter gives a
detailed explanation of the process, techniquespaodedures applied to analyze and present
data acquired through the use of questionnaires Ghmapter begins with the analysis of the
response rate where the actual number of respasdeht participated in the study was
determined. The data obtained under each resear@ble was analyzed independently through

the use of quantitative analysis to enhance high daidity.
4.2 Questionnaire Return Rate

This sector describes the questionnaire return rate

Table 4.1: Response Rate

The study targeted a sample size of 120 respond&@@ questionnaires were printed and
distributed.

Response Percentage
Respondent 89

Not Respondent 11

Total 100

From Table 4.1, an entire 89% response rate wéigeddeing far above the 70% that Mugenda

and Mugenda (2003) say is excellent response.

4.3 Demographic Characteristics of the respondents

This sector describes the demographic characteyisfithe respondents in terms of gender, age
and highest level of education attained. The respeare given in Tables 4.2 to 4.4
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4.3.1 Gender of the Respondents

The participants were asked to state their gefidwir responses appear in Table 4.2.

Table 4.2: Gender of the respondents

Response Percentage
Female 71
Male 29
Total 100

Table 4.2shows that majority of those who wereimglland able to respond were female which

was at 71% of the total respondent rate refledtieg large number in the managerial ranks.
4.3.2 Age Distribution of the Respondents
The participants were asked to state their agekbtathe responses appear in Table 4.3.

Table 4.3: Age distribution of Respondent
|

Age of Respondent Percentage (%)
< 24 years 0

25-30 20

31-34 18

35-40 22

41-44 24

45-50 15

>50 years 1

TOTAL 100
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From the findings in Table 4.3, 60% of the respasiare aged 40 years and below. This shows
that the respondents are mostly young and energetiple who are willing to learn and

experiment new and emerging ideas.
Table 4.4: Level of Education of the respondents

The participants were asked to state the highest & education attained. The responses appear
in Table 4.4.

Level of Education Percentage
Primary certificate 0
Secondary certificate 15
Diploma 20
Bachelors degree 55
Postgraduate degree 10
TOTAL 100

Table 4.4 shows that the bank has a very highlg&ed staff with 85% of respondents holding
at least a diploma. This finding indicates thatonigy of the employees in this sector were well

educated and could easily manage and control fraud.
4.4 Proactive Fraud Audit

The study sought to determine the influence of girea fraud audit on fraud detection among

the commercial banks under study. The participaet® asked to state to what extent proactive
fraud audit influenced fraud detection in commdr&ianks. Their responses are captured on
Tables 4.5 and 4.6.
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Table 4.5: Influence of Proactive Fraud Audit on Faud detection in commercial banks.

Response Frequency Percentage (%)
Very great extent 32 30

Great extent 54 50
Moderate extent 16 15

Little extent

Not at all

Total 107 100

Table 4.5 shows that 80% of the respondent agmreeiet fact that proactive fraud audit has a
great influence on fraud detection in the finanamustry and only 5% says that it has little
influence.

Table 4.6: Influence of factors of proactive fraudaudit on fraud detection in commercial
banks.

The respondents were also asked to indicate whittiorfs of proactive fraud audit had the
greatest influence on fraud detection in commeiluaalks. Using a scale of 1 to 5 whetrd/ery
great extent, 2- Great extent, 3-moderate extelitt)elextent, 5-Not at allTheir responses are
recorded in Table 4.6.

Factor =

5 - g . = 5

— = k= o _—

SE5EEE58 = § |z&

> 30 32 d|& g 5 | = w o=

> = = L|>j °
Accounting records accuracy 5( 30 22 5 1/83 0.91
Routine transaction checking 35 50 12 10 0 1/95 880.
Error occurring investigation 48 45 13 1 @ 1.67 710.
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Findings from Table 4.6 show that routine transactthecking was noted as the very great
influential method of identifying fraud in the comamcial banks by a mean of 1.95. The
accounting records accuracy willingness had amémite on fraud detection indicated by a mean
score of 1.83. Investigating errors that might lEuoring were noted as worth checking
constantly which had a mean of 1.67. All proactraeid checks and attributes were relevant but
checking of routine transactions was noted as thet raffective and reflective to the actual
realities on the ground. The standard deviatiothefresponses was at 0.91, 0.88 and 0.71 which

shows respondents shared the same views on theomsessked.

That the study findings show that proactive fraudliahas an influence on fraud detection
among commercial is in agreement with the argumentdlila and Viriyanti who in their
discussion on proactive fraud audit said that thearenation of the system is usually done with
the fundamental consideration that there is theipigy of defalcation/fraud, either permanent
or temporary, the possibility of undiscovered esroccurring and the possibility of accounts
being deliberately distorted. If the internal cahis very weak, it may not be possible to express
an opinion at all on the accounts presented (Nith \iriyanti, 2008). If on the other hand the
internal control is strong, there could be a mization of the amount substantive testing used in

arriving at an opinion.

The findings from the study identifying routine neaction checking as the factor having the
greatest influence on fraud detection are in ages¢with the statement of Norman et al who
indicated that the first stage of an audit is destgto establish if the accounting records are
accurate and provide a reliable basis for the petjom of accounts. This objective can be
achieved by checking all the routine transactiohg&ivtook place during the financial year and
this process might uncover fraud, except wheretibats evidence have been carefully created
(Norman et al., 2010).

4.5 Compliance with Policies

The study also sought to determine the influencecarhpliance on with policies on fraud
detection among the commercial banks under stublg. farticipants were asked to state how
compliance with policies influenced fraud detectioncommercial banks. Their responses are
recorded in Table 4.7 and 4.8.
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Table 4.7: Influence of compliance with policies ofraud detection in commercial banks.

Response Frequency Percentage (%)
Very great extent 58 54

Great extent 48 45

Moderate extent

Little extent

Not at all

Total 107 100

The findings in Table 4.7 indicate that 99% of taspondents felt that compliance with policies

greatly influenced fraud detection among commeiuzaiks.

Table 4.8: Influence of the factors of compliance ith policies on fraud detection in

commercial banks.

The respondents were also asked to indicate whittorls of compliance with policies had the

greatest influence on fraud detection in commetugalks. Using a scale of 1 to 5 where, 1-Very

great extent, 2- Great extent, 3-moderate extelit)elextent, 5-Not at all. Their responses are

recorded in Table 4.8.

Factor

w

2588538 258 |§ Lt

250525582 |= Bo
Standards for data processing 57 22 13 15 0 1.85 1.09
Controllers’ procedures 52 30 18 6 0 1.79 0.92
Procurement 60 36 5 5 0 1.57 0.79
Data retention requirement 52 36 10 11 0 1.81 |0.95
Security Policies 42 42 22 1 0 1.82 0.77
Personnel Administration 48 48 10 1 0 1.64 0.65

38




Table 4.8 shows that adhering to standards setdta processing had the greatest influence on
fraud detection indicated by a mean of 1.85. Tiewotactors of compliance with policies are all

very important in deterring fraud as indicated bhyagerage mean score of betweenl1.57 to 1.82.

The study findings show that compliance with pelcihad a very great influence on fraud
detection. The response from the field is in agesgnwith what scholars in the area have
commented on the topic. As Nila and Viriyanti iretied that an essential part of internal
auditing is substantiating compliance with compamg regulatory policies, procedures, and
laws. Further they say that it is essential toeemvivhether employees are conducting their tasks
as desired by management. Assurance must be adtéivae controls are functioning and
responsible parties have been assigned. Theredshbeulritten compliance directives in such
sources as manuals, bulletins, and letters (Nid\anyanti, 2008).

Respondents noted that policies set aside allowiswourage fraud in the institution. These
findings support the assertions of scholars in fietd who were of the opinion that in
compliance testing, the internal auditor examingdeance to substantiate that the firm’s internal
control structure elements are performing as irednd\ key aspect of internal auditing deals
with compliance as to accounting procedures. Theowatting system must be operating as
designed if reliable and consistent accounting datato be provided. The appropriate forms
have to be used in the prescribed manner (Pr&20(@y).

4.6 Risk Management

Risk management involves risk identification, rislssessment, risk mitigation and risk
monitoring. All four aspect of risk management Isolthe same magnitude where all factors
influencing fraud detection must be analyzed andewstood by the risk managers. Participants
were asked to state to how risk management inflericaud detection. Their responses are
given in Table 4.9 and 4.10.
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Table 4.9: Influence of risk management on fraud dection in commercial banks.

Response Frequency Percentage (%)
Very great extent | 60 56
Great extent 45 42

Moderate extent
Little extent
Not at all

Total 107 100

Table 4.9 shows that 98% of the respondents whoirarmanagement position noted the

importance of risk management both to the banknassi or investments on fraud detection.

Table 4.10: Influence of the factors of risk manageent on fraud detection in commercial
banks.

The respondents were also asked to indicate whictors of risk management had the greatest

influence on fraud detection in commercial bankseifresponses are shown in Table 4.10.

Factor Frequency| Percentage
Risk identification 32 30

Risk assessment 59 55

Risk mitigation 11 10

risk monitoring 5 5
TOTAL 107 100

Table 4.10 shows that 30% of the respondents felt tisk identification had the greater
influence on fraud detection whereas 55% felt askessment had greater influence on fraud
detection, 10% felt risk mitigation had a greatdluence on fraud detection and 5% felt that risk
monitoring had a greater influence on fraud depecti

That risk management greatly influences fraud dietecis a view that is supported by

researchers in the field who stated that the ialeaxndit function plays a unique role in corporate

40



governance by monitoring organizational risks andueng that organizational processes are
efficient and effectively controlled. This uniquele has been noted in both research and
practice. For example, studies have found thatptiesence of an internal audit function has a
deterrent effect on financial reporting irreguli@st and employee theft. Gordon and Smith
(1992) found that a control function, such as pexformed by internal audit, can lead to better
firm performance. Furthermore, Prawitt et al., @P®und that the internal audit function

moderates the level of earnings management in coiegpa

The study findings showed that risk assessmentatesi as the most appropriate strategy to use
while controlling fraud and other related elemeantsinly because it assesses areas of possibility
hence helping create precautions. This finding aoavith Zikmunds’ assertions that, risk
assessment may consider the possibility of exeduéedactions that remain unrecorded hence
aiding in elimination of the actual fraud (Zikmur208). Internal auditors’ skills and abilities
to determine the top fraud risks in terms of likelbd and impact are vital to the company’s anti-

fraud program

4.7 Controls over Efficiency of Operation

The study sought to investigate the influence oftis over efficiency of operation on fraud
detection. The participants in the study were adkedtate how controls over efficiency of
operations influenced fraud detection. Their resgsrare recorded in Tables 4.11 and 4.12.

Table 4.11: Influence of controls over efficiency fooperations on fraud detection in

commercial banks.

Response Frequency Percentage
Very great extent 45 42
Great extent 30 28
Moderate extent 26 24

Little extent
Not at all

Total 107 100
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Table 4.11 shows that a whole 94% of the resposdstiated that controls over efficiency of

operations had a major influence on fraud detection

Table 4.12: Influence of the factors of controls ar efficiency of operations on fraud

detection in commercial banks.

The respondents were also asked to indicate whittiorls of controls over efficiency of
operations had the greatest influence on fraucctietein commercial banks. Using a scale of 1
to 5 where, 1-Very great extent, 2- Great extemdglerate extent, 4-little extent, 5-Not at all.

Their responses are recorded in Table 4.12.

Factor § o _ -
& E | |3 g
~5 $E5 25 w5 S|& |,S
O X EXRSSKXEXR|IS|L B0
> 00O =290Jo |2 | = n 0O

Verification 58 30 12 10 0O [1.79 |0.98

Evaluation 50 22 20 0 0 169 |0.77

Performance reviews | 53 30 18 6 0 [1.79 [0.92

Information processing 48 35 21 3 0 |1.79 |0.84

Physical controls 65 27 15 0 0 |[159 |0.71

Segregation of duties | 50 30 15 12 0O |1.87 |1.01

From the findings in Table 4.12 segregation of ekithad the greatest influence on fraud
detection with a mean score of 1.87, verificatidnoperations influenced fraud detection as
shown in table 4.12 by a mean of 1.79 evaluatios gl@own by a mean of 1.69, performance
reviews by a mean of 1.79 information processingbmean of 1.79 and physical controls by a
mean of 1.59. The variability of the responsesdatdid by a standard deviation of 0.98, 0.77,

0.92, 0.84, 0.71 and 1.01 prove that the resposdgmtost shared the same opinions.

These study findings that indicate that controlraf@iciency of operations has a great influence
on fraud detection is in agreement with the thosigiitMorgan who says that control activities

are the policies and procedures management hasnmpked in order to ensure that directives
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are carried out. One task of internal auditingigmsure that controls are in place that will detec
fraud and also report fraud, which is supportedhgyprofessional literature that shows whistle
blowing and investigations by the in sourced indrauditor is an effective fraud detection
device (Morgan 2005).

Findings from table 4.12 which shows that segregatf duties has the greatest influence on
fraud detection are in agreement with the stateroe@adziala who said that physical controls
positively influence fraud detection. Control adies may be classified into the following
categories: Performance reviews, including compassof actual performance with budgets,
forecasts, and prior-period results. It also cosgwiinformation processing. Controls relating to
information processing are generally designed toifyweaccuracy, completeness, and
authorization of transactions. Specifically, cotgronay be classified as general controls or
application controls (Dixoret al, 2006). The former might include controls over degater
operations, systems software acquisition and nraamee, and access security; the latter apply to
the processing of individual applications and aesighed to ensure that transactions that are

recorded are valid, authorized, and complete.

4.8 Management Reporting

The study sought to determine the influence of rganmeent reporting on fraud detection. The
participants in the study were asked to state @ hmanagement reporting influenced fraud
detection. Their responses are shown in Tablesahii3l.14.

Table 4.13: Influence of management reporting on fiud detection in commercial bank.

Response Frequency Percentage (%)
Very great extent 30 28
Great extent 25 23
Moderate extent 49 46

Little extent
Not at all

Total 107 100
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Table 4.13 indicate that 97% of the respondemated that management reporting had moderate
to very great influence on fraud detection whereaty 3% of the respondents felt that

management reporting had little to no effect omdrdetection.

Table 4.14: Influence of the factors of managementeporting on fraud detection in
commercial bank.

The respondents were also asked to indicate whittior’s of management reporting had the
greatest influence on fraud detection in commetugalks. Using a scale of 1 to 5 where, 1-Very
great extent, 2- Great extent, 3-moderate extelitt]elextent, 5-Not at all. Their responses are
recorded in Table 4.14.

Factor § o _ -
& © © g
.S |B8E|2¢c| 4, E ®|¢g ©
1021882858 =3
2308|2558 2= 6o
Accuracy 59 25 20 3 0O |1.70 | 0.87
Transparency | 60 25 18 4 0O |1.67 |0.87
Consistency | 55 28 15 9 0O |1.78 | 0.96

The findings in table 4.14 show that the resporgléeit that consistency of the management
reporting had a very great influence on fraud deiecwith a mean of 1.78. Transparency in
management reporting had a mean of 1.67 and agcurasanagement reporting had a mean of
1.70.

The respondents felt that these factors when cleseditored and practiced had a positive
influence on fraud detection. Proceedings of thiieAsia-Pacific Business Research Conference
25 - 26 February 2013, Kuala Lumpur, Malaysia, @nésd by Rozmita Dewi Yuniarti showed
that the internal audit function effectiveness aatect companies from fraudulent financial
reporting when internal auditors are competent abj@ctive in the following two areas: (1)
detecting fraudulent financial reporting; and (@parting detected fraudulent financial reporting
to top executives if they are not involved in fraogd otherwise, the board of directors and its

representative audit committee for further investimn of the possibility of fraudulent financial
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reporting. Thus, the internal audit function effeehess plays a crucial role in detecting
fraudulent financial reporting.

4.9 Inferential Analysis

To establish the relationship between the independariables and the dependent variable the

study conducted inferential analysis which involhgehultiple regression analysis

4.9.1 Multiple Regression Analysis

The researcher conducted a multiple regressiorysieao as to identify the influence of internal
audit controls on fraud detection among commersglks in Kenya. Multiple regression is a
statistical technique that allows the study to pted score of one variable on the basis of their
scores on several other variables. The main purpbsaultiple regressions is to learn more
about the relationship between several independemiredictor variables and a dependent or
criterion variable. The researcher applied theissieal package for social sciences (SPSS) to

code, enter and compute the measurements of thiglauegressions for the study.

Table 4.15: Coefficients of the multiple regressioanalysis

Model Unstandardized t Sig
Coefficient
B Std Error
(Constant) 21.58 0.72
Proactive fraud audit -0.05 0.78 -245  0.62
Compliance with policies -0.08 0.53 -3.90 0.28
Risk Management -0.06 0.66 -3.07 0.44
Controls over efficiency of operations|  -0.06 0.82 2.30 | 0.68
Management reporting -0.04 0.79 -241  0.64

Source: Author
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The regression equation Was= o + X1 + B2X2 + BaX3 + PaXs + PsXs + &
Becomes
Y=21.58-0.05X%; — 0.08% -0.06 X5 -0.06X%, -0.04%5
Where: Y = Fraud detection among commercial b&bBlependent variable)
Bo = Constant
B1, B2, B3, Ba, Ps = coefficients of determination
X1 = Proactive fraud audits and fraud investigations
X2 = Degree of compliance with policies
X3 = Risk management
X% = Controls over efficiency of operations
%= Financial and management reporting
e =Error Term

From the regression equation established, takihgotller factors (Proactive fraud audit,
compliance with policies, risk management, controiger efficiency of operation and
management reporting) constant as zero, fraud titateamong commercial banks would be at
21.58. This interpreted to mean that the incideincgsber of fraudulent activities would be very
high. Further, if all the other variables are kephstant, a unit increase in Proactive fraud audit
will lead to a 0.05 increase in fraud detection commercial banks. A unit increase in
Compliance with policies will lead to a 0.08 incsea in fraud detection among commercial
banks in Kenya. This applies to all the other iredeent variables as a unit increase in the
independent variable will lead to a unit increasefraud detection hence a decrease in the

number of reported fraudulent cases.
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CHAPTER FIVE

SUMMARY OF FINDINGS, CONCLUSION AND
RECOMMENDATIONS

5.1 Introduction

This chapter covers the summary of the findings,dbnclusion of the study, it also makes the

necessary policy recommendations and finally suggeeas of further research.

5.2 Summary of findings
This section outlines the summary of the studyifigd.
5.2.1 Proactive fraud audit

Findings from the study shows that the respondgreeal to the fact that proactive fraud audit
has a great influence on fraud detection in therfaial industry. Additionally routine transaction
checking was noted as the very great influentiathoe of identifying fraud in the commercial

banks, closely followed by ensuring accounting rdscaccuracy and finally investigation of

errors that might be occurring were noted as wantécking constantly.

5.2.2 Compliance with policies

The findings also indicate that the respondents teht compliance with policies greatly
influenced fraud detection among commercial barixs. the factors under compliance with
policies the respondents felt that adhering todstests set for data processing had the greatest
influence on fraud detection. The other factorcafpliance with policies were also noted as

being very important in deterring fraud.

5.2.3 Risk Management

The respondents who are in management positiond nibia risk management had a great
influence on fraud detection. The respondentstifilt risk identification had a great influence on
fraud detection whereas risk assessment had giefitesnce on fraud detection, risk mitigation

had a slightly lower influence on fraud detectiow @hat risk monitoring had the least influence

on fraud detection.
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5.2.4 Controls over efficiency of operation

The study shows that the respondents were of thwve that controls over efficiency of operations
had a major influence on fraud detection. Fromfitm#ings segregation of duties had the greatest
influence on fraud detection and the other factdrsontrols over efficiency of operation equally

influenced fraud detection with varying magnitudes.
5.2.5 Management Reporting

The study indicate that the respondents stateddhthaagement reporting had moderate to very
great influence on fraud detection whereas only ééwhe respondents felt that management
reporting had little to no effect on fraud detenti@he findings show that the respondents felt
that consistency of the management reporting haérg great influence on fraud detection.

Transparency in management reporting had the iefisence on fraud detection and accuracy

in management reporting had great influence ordfdeiection.

5.3 Conclusion of the Study

The study sought to establish the influence ofrivdkeaudit controls on fraud detection among
commercial banks Kenya. The research problem watiest through the use of a descriptive
survey design. The target population of the studys vtihe management staff working in
commercial banks at the Headquarters in Nairobie Btudy collected both primary and
secondary data on the current state of affairs.r€search was both quantitative and qualitative
in nature. The researcher also used a multivanatgession analysis to determine the
relationship between the independent variablestlamdiependent variable. The study concludes
that compliance with policies had the greatesugriice on fraud detection in commercial banks
in Kenya followed by risk management and contralercefficiency of operations, which have
an equal influence. Proactive fraud audit has atgmefluence on fraud detection while
management reporting had the least influence. ftirishese reasons that the study recommends
that banks should recognize the importance of ti#t éunction and support its implementation
including setting up policies and guidelines as twould greatly deter fraud. The study also
recommends risk management activities to be dometra over efficiency of operation and

proactive fraud to be undertaken to ensure fratelction
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5.4 Recommendations

The following are the recommendations from the wtud

1.

The study recommends that financial institutioneuth adhere to set policies and
guidelines as this has shown to greatly deter fraud

The study also recommends risk management activitebe undertaken seriously
leading commercial banks should be willing and abldrain their workers and other
stakeholders on areas which might be prone to i8le af fraud. This will increase
chances of detection hence protecting the ingstitutiterest at all time.

To control fraud among the financial institutionisjs prudent to invest in technology.
Current crime involves better technological advameet which counters the already
existing technology among the main commercial banksenya. To protect them from
continued fraud crisis, modern technology will @agreat deal.

Holding all factors constant, auditing and crimédie up strategies should be availed in
line with the current operation system hence stheamy coordination and risk control
system where one organ detect and report withodihganany requirements. This will
improve risk management strategies hence discowgdaud attempts.

Banks should also endeavor to fully comply withdgilines, rules and regulations on
good corporate governance in order to take coofrtie situation.

The study also recommends that banks should thbhpwgreen prospective employees

by obtaining status report from previous employansl relevant agencies adding that
employees should be made to understand the rigkb/agd in defrauding banks

5.5 Suggestions for Further study

These are the suggestions for further study;

1.

The influence of internal audit controls among otfieancial institutions i.e. insurance

companies and small and medium size enterprises.

2. The influence of internal audit process controlsonnty governments.

3. The challenges to effective performance of inteanadit departments in other areas of

the Kenyan public sector.

The role of the internal auditor in risk manageniargounty governments.
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APPENDICES

Appendix 1: Introduction Letter

University of Nairobi
School of Extra Mural Studies

Nairobi

Dear Respondent
REF: INTRODUCTION LETTER

My name is Beatrice Kubasu, | am a student at thizdysity of Nairobi, undertaking a Masters

Degree in Project Planning and Management.

Attached is a questionnaire that is a requiremanify completion of the program. Kindly give

the required information which will be used for demic purposes only.
Strict confidentiality will be observed.
Your cooperation is highly appreciated.

Thank you

Beatrice Kubasu
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Appendix Il: Questionnaire on the Influence of Internal Audit Controls on fraud detection

among Commercial banks: The case of selected banksKenya

Section A: Background Information

What is your gender: Male [ ] Female [ ]
2. Which age bracket do you belong(Tick whichever appate)

Below 24 Years [ 1] 25-30Years [ ]
31 - 34 years [ ] 35-40years [ ]
41 - 44 years [ ] 45-50years [ ]

Over- 51 years

3. What is your highest education level? (Tick as iaple)

Primary certificate [1] Secondary certificate 11
Diplomal/certificate [1] Bachelors’ degree []
Postgraduate degree []

Others-specify.......cooviiiiiii e,
Section B:
PROACTIVE FRAUD AUDIT
4. In your view to what how does proactive fraud audfiuence fraud detection in your
company?

Tick the appropriate response, (1-Very great ex@&nGreat extent, 3-moderate extent, 4-little
extent, 5-Not at all).

Very great extent [ ] Greatextent [ ]
Moderate extent [ ] Little extent [ ]
Not at all [ ]

5. How do the following factors influence fraud detentin your company7Tick the
appropriate response, (1-Very great extent, 2- (Gnegant, 3-moderate extent, 4-little extent, 5-
Not at all)
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Very great | Great | Moderate | Little | Not at

extent extent | extent extent | all

Checking accuracy of accounting records

Checking routine transactions

Investigating errors occurring

COMPLIANCE WITH POLICIES

6. How does compliance with policies influence ftaletection in your company?

Very great extent [ ] Great extent [ ]
Moderate extent [ ] Little extent [ ]
Not at all [ ]

7. How do the following factors influence fraud detentin your company7¥ick the
appropriate response, (1-Very great extent, 2- iGndant, 3-moderate extent, 4-little extent, 5-
Not at all)

Very | Great | Moderate | Little | Not
great | extent | extent extent | at

extent all

Standards for data processing

Controller’s procedures

Procurement

Data retention requirements

Security policies

Personnel administration
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RISK MANAGEMENT

8. How does risk management influence fraud detectigiour company?

Very great extent [ ] Greatextent [ ]
Moderate extent [ ] Little extent [ ]
Not at all [ ]

9. How do the following factors of risk managementuehce fraud detection in your
company?Tick the appropriate response, (1-Very great ex@nGreat extent, 3-moderate
extent, 4-little extent, 5-Not at all).

Very great extent | Great | Moderate | Little | Not

extent | extent extent | at all

Risk Identification

Risk Assessment

Risk Mitigation

Risk Monitoring

CONTROLS OVER EFFICIENCY OF OPERATIONS

10.1n your view how do controls over efficiency of eagons influence fraud detection in your

company?
Very great extent [ ] Greatextent [ ]
Moderate extent [ ] Little extent [ ]
Not at all [ ]

11.1n your view how do the following factors of consmver efficiency influence fraud
detection in your company? Tick the appropriatpoese, (1-Very great extent, 2- Great
extent, 3-moderate extent, 4-little extent, 5-Nadl§.
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Very great | Great Moderate | Little Not at all

extent extent extent extent

Verification

Evaluation

Performance reviews

Information processing

Physical controls

Segregation of duties

RELIABILITY OF MANAGEMENT REPORTING

12.To your understanding how does reliability of masragnt reporting influence fraud

detection in your company?

Very great extent [ ] Greatextent [ ]
Moderate extent [ ] Little extent [ ]
Not at all [ ]

13. How do the following factors of management repaiimfluence fraud detection in your
companyTick the appropriate response, (1-Very great ex@nGreat extent, 3-moderate
extent, 4-little extent, 5-Not at all).

Very great extent | Great extent | Moderate extent| Little extent | Not at all

Accuracy

Transparency

Consistency

THANK YOU
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Appendix III: LIST OF COMMERCIAL BANKS IN KENYA

» ABC Bank (Kenya)

* Bank of Africa

» Bank of Baroda

 Bank of India

* Barclays Bank

* Brighton Kalekye Bank

» CFC Stanbic Bank

» Chase Bank (Kenya)

* Citibank

» Commercial Bank of Africa
* Consolidated Bank of Kenya
» Cooperative Bank of Kenya
* Credit Bank

» Development Bank of Kenya
» Diamond Trust Bank
 Dubai Bank Kenya

» Ecobank

» Equatorial Commercial Bank
» Equity Bank

» Family Bank

* Fidelity Commercial Bank Limited
* Fina Bank

e First Community Bank

» Giro Commercial Bank

» Guardian Bank

* Gulf African Bank

 Habib Bank

» Habib Bank AG Zurich

* 1&M Bank

* Imperial Bank Kenya
 Jamii Bora Bank

» Kenya Commercial Bank

» K-Rep Bank

» Middle East Bank Kenya

* National Bank of Kenya

* NIC Bank

* Oriental Commercial Bank
» Paramount Universal Bank
* Prime Bank (Kenya)

« Standard Chartered Kenya
 Trans National Bank Kenya
« United Bank for Africa[2]

* Victoria Commercial Bank

Source: Central Bank of Kenya Annual Report, 20@&2ntral Bank of Kenya, 2012)
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