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ABSTRACT

An emerging high priority issue for supply chaireentives to address is how to enhance
operations to deal with supply chain disruptiokRsisMlany companies are now finding that
a major disruption to the supply chain can havastirig impact on the financial picture,
not to mention shareholder value. To address therging need for supply chain risk
management, the research looks into some of thetigga for enhancing operational
resiliency and responsiveness to supply chain giignus. The study, specifically, sought
to identify the main Supply Chain Risks faced bykMdenya, establish SCRM practices
employed by Nokia Kenya and to determine the bartie adopting SCRM practices by
Nokia Kenya. A case study design which is an intaepudy of a particular research was
adopted for this research so as to effectivelyizealhe objectives of the study. The
population included all the staff departments witeupply chain management in Nokia
Kenya. Research data was collected through a stadttquestionnaire, which was
administered by use of “drop and pick up later’ moet The data collected was analyzed
using descriptive statistics. The statistical measlike frequency distributions,
percentages and central tendency such as mearusesian this study. The study found
that supply chain risks faced by Nokia include enay fluctuations, quality, taxes,
customs, and other regulations, regulatory appsoaalindicated and physical theft. The
study also found that Nokia was using supply chiaskhmanagement tools like master data
management tools, sourcing tools, operations ptentool, spend management analysis
tool, sales tools and inventory optimization toidhe study further found that barriers to
implementing supply chain risk management pracimmelsde concerns of increased costs,
poor communication across supply chain and lackdEquate resources to implement
SCRM practices. The study recommends that the neamaigts of the telecommunication
vendors should keep on doing regular risk assedsnmetheir supply chains as a way of
averting adverse effects of uncertainty. The ficas also benchmark themselves against
the best players in the world as a way of improuimgjr supply chain risk management
practices. The study also recommends that Nokiaedlsas other organizations should
adopt an information system that can allow infoipraexchange across the supply chain.
This will help the partners in the supply chaimtake key decisions on the production of
products. In addition, the study recommends thai&should increase its financial budget
for Kenya and employ more staff so as to enhaneatplementation of supply chain risk
management practices.
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CHAPTER ONE: INTRODUCTION

1.1 Background

Nearly a decade ago, lightning struck a Philipsraghip plant in New Mexico, causing a
fire that contaminated millions of mobile phonegshiAmong Philips’ biggest customers
were Nokia and Ericsson, the mobile phone manufexgubut each reacted differently to
the disaster. Nokia’s supply chain managementegjyatllowed it to switch suppliers
quickly; it even re-engineered some of its phomeadcept both American and Japanese
chips, which meant its production line was reldtivanaffected. Ericsson, however,
accepted Philips’ word that production at the plaotld be back on track in a week and
took no action. That decision cost Ericsson moas tiS$400m in annual earnings and,
perhaps more significantly, the company lost masketre. By contrast, Nokia’s profits

rose by 42% that year (The Economist Intelligenoé@ Uimited, 2009).

Managing supply-chain risk is not new in itselff bMamples such as the above show that
the one constant in any strategy may be to expectihexpected. The global economic
downturn is a case in point. It has forced many games to pay special attention to their
supply chains, but recession or no recession, famesit and adaptable supply-chain risk
management (SCRM) strategy can be the differenteele® survival and success (The

Economist Intelligence Unit Limited, 2009).

1.1.1 Supply Chain Risk Management Practices
The Supply Chain Risk Leadership Council (SCRLQ,Dalefines “supply-chain risk” as
the likelihood and consequence of events at anmyt iothe end-to-end supply chain, from

sources of raw materials to end use of customads;upply-chain risk management” as



the coordination of activities to direct and cohtin enterprise’s end-to-end supply chain

with regard to supply-chain risks.

Modern enterprises increasingly find themselveyimgl on others for their success.
Historically, enterprises have spent less thanrd tf their budgets on purchased goods
and services, having relied on internal sourcesHese. Today, many enterprises spend
most of their budget on purchased goods and setvides is in large part because of the
advantages enterprises have found in strategiésasuglobalization, outsourcing, supply-
base rationalization, just-in-time deliveries, ale@n inventories. In addition, many
companies have consolidated operations both idtgrsand externally to achieve

economies of scale (SCRLC, 2011).

While globalization, extended supply chains, angpser consolidation offer many
benefits in efficiency and effectiveness, they amo make supply chains more brittle and
can increase risks of supply-chain disruption. étistand recent events have proven the

need to identify and mitigate such risks (Lee amiden, 2011).

According to SCRLC (2011), supply chain risk mamaget practices include; identifying
internal and external risk environments, risk idfe#tion and assessment, risk treatment
and continual monitoring and review of risks anetithtreatment. Approaches for
identifying, evaluating, treating, and monitoringpply chain risk will differ across
individual enterprises depending on their industhg nature of their extended supply

chains, and their tolerance for risk (or risk appgt

(Elkins, Handfield & Craighead, 2010) advances t8g@& Sourcing or Advanced
Procurement, Supply Base Management, Real-Time dlpes Management and
Enterprise Risk Management or Strategic Supply €Baisign as some of the best supply

chain risk management practices.



The problems of SCRM and the means to addresshikénontinue to change. This study
sought to identify supply chain risk managementiicas in telecommunication industry

in Kenya; a case of Nokia Kenya.

1.1.2 Telecommunication Vendorsin Kenya

The Kenyan government has underscored universaésacdo information and
communications technologies (ICTs) as a major diveoof Vision 2030 — Kenya's
economic blueprint that is aimed at propelling Kzfrpm a developed to a middle-income
country in the next 19 years. It is expected thateas to ICTs will contribute to the
country’s economic growth by reducing transactiosts, increasing business efficiency,
improving educational standards and ensuring adabuity on the part of government
officials. The Kenyan government also acknowledbeasICTs will increase the country’s
productivity and raise the competitiveness of lobakinesses in a knowledge-based
economy. According to Vision 2030, the economic aetpof ICTs will be driven by the
Business Process Outsourcing (BPO) sector. In 2068BPO sector generated almost 700

billion Kenya shillings (Kimutai, 2011).

Given that mobile telecommunication vendors aré¢ pathe wide and complex world of
ICT, vendor availability is key to enhancing outsmng in telecommunications operators.
As the vendors fulfill contracts entered into wikie operators, they are faced with many
supply, demand, process, control and environmeisied. In Kenya, telecommunication
sector currently supports 32.8 million mobile sultsers through the operators (CAK,
2015). Vendors have also developed an internal htoghartner with other suppliers in an

effort to be classified under major vendors.

Telecommunication vendors are companies that matwr& and sell equipment which

make the transmission of data and communicatiosipaly possible. This is composed



of active/electronic infrastructure. The componeoftactive infrastructure include base
tower stations, microwave radio equipment, antens\@gches and transceivers. Some of
the largest telecommunication vendors in the wanhdi Kenya are Nokia, Ericsson,
Huawei, ZTE and Alcatel Lucent. Telecommunicatiguipment vendors have to put all
their efforts directed towards sustaining a competiedge with the consistent delivery of
innovative products. Telecommunication vendors miuslp network providers and
associated hardware and software businesses iansio a complex but ultimately more

elegant and less expensive landscape in which vaideo and data co-exist.

In Kenya, the key vendors in the telecommunicatiomsbile industry are Ericsson,
Huawei, Nokia Networks, ZTE and Alcatel Lucent (D@fo, 2010). The
telecommunications mobile operators include SadamnicAirtel Kenya and Orange Telkom

(CAK, 2015).

1.1.3 NokiaKenya

Nokia is a multinational data networking and telacaunications Equipment Company
headquartered in Espoo, Finland, and wholly owndakisliary of Nokia Corporation.
Nokia Networks has operations in around 150 coesitiokia Networks has organized its
operations into the following business units: MebBroadband and Global Services

(Nokia, 2014).

Nokia has set up an operational base in Africa Witbe regional offices. Northern Africa,
Southern Africa and Central, East and West Afridth Wweadquarters in Nairobi. Nokia’'s
main clients are Safaricom Kenya Limited and Aiitehited. The solutions supplied to
these operators are Base Transceiver Systems, éMd@witching Center Server,
Microwave solution, Customer Subscriber Databasel d&ustomer Experience

Management. In providing these solutions, Nokiadstracted to provide an end-to end
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solution to the operator which consists of supplthe equipment and provision of related
services. Related equipment installation servigesiged by the local office are project
management, installation and commissioning, tesing integration and after sales
support. Third party equipment is procured eitherally or globally while the main

telecom (active) equipment is imported from Noldatéries (Nokia, 2014).

From the signing of the contract to acceptancehef eéquipment and services by its
customers, there are many challenges and riskaighout the supply chain. Nokia
employs various SCRM practices to eliminate orgait against such risks. It is the supply

chain risk management practices by Nokia that Wwastibject of this case study.

1.2 Research Problem

An emerging high priority issue for supply chaireentives to address is how to enhance
operations to deal with supply chain disruptiorksisin light of the events surrounding
9/11, the West Coast Port strike, the Iraq war, thedincreasing development of global
manufacturing operations in Eastern Europe and,Asény executives are realizing that
these extended supply chains are exposing thesrmrges to an increased level of risk,
unparalleled in our history. Many companies are finding that a major disruption to the
supply chain can have a lasting impact on the Gigpicture, not to mention shareholder
value. To address the emerging need for supplynaield management, the research looks
into some of the practices for enhancing operatioesiliency and responsiveness to

supply chain disruptions (Elkins et al, 2010).

According to Elkins, et al (2010) the challengentanaging supply chain risks is that
supply chain disruptions can occur for a wide ugreg reasons such as industrial plant
fires, transportation delays, work slowdowns opptiges, or natural disasters. Companies
running lean operations no longer have inventoryextctess capacity to make up for

5



production losses, so that material flow probleasdly escalate to wide-scale network

disruptions.

Tummala and Schoenherr (2011) did a research @ssiag and managing risks using the
Supply Chain Risk Management Process (SCRMP) amldfthat supply chain risks can
be managed more effectively when applying the Su@blain Risk Management Process
(SCRMP). The structured approach can be dividenl tile phases of risk identification,
risk measurement and risk assessment; risk evatyaind risk mitigation and contingency
plans; and risk control and monitoring via data aggment systems, a research by Karne
(2012) focused on supply chain risk managementtipgscamong state corporations in
Kenya. He established that state corporations atr@erforming any of the best practices
at needed levels as advanced by EIkin et al (20T0 closest study was done by Ngugi
(2013) on supply chain risk management practicésamobile telecommunications sector
industry in Kenya based on the top four mobiledelemunications operators. The study
revealed that the mobile telecommunications playerder study have adopted supply
chain risk management practices to a large exteinthle practices are embedded only in

their operations.

It is with this background that this study focusaal supply chain risk management
practices among telecommunication vendors in Keniga reference to Nokia Kenya.

This study aimed at answering the following quesi@mong the telecommunications
vendors in Kenya: What are the major supply chaiksrfaced by Telecommunications
vendors in Kenya? What are some of the supply chakhmanagement practices by
Telecommunications vendors in Kenya? What are sofrtee barriers to adopting the

SCRM practices by the telecommunication vendoisanya?



1.3 Resear ch Objectives

The objectives of the study were to:
I.  Identify the main Supply Chain Risks faced by Nakenya
ii. Establish SCRM practices employed by Nokia Kenya.

iii.  Determine the barriers to adopting SCRM practigeBlbkia Kenya.
1.4 Value of the Study

The results of the study are of great importancedetecommunications vendors to
understand the main supply chain risks and howdnage them better. The results are a
valuable input to supply chain departments in camggmwithin the same industry in
managing supply chain risks. The study also couted more knowledge to the already
existing literature in the field of supply chaiskimanagement and thus help students and

other researchers in their related studies.



CHAPTER TWO: LITARATURE REVIEW

2.1 Introduction

This chapter deals with related literature reviefvtlee study. It covers what other
researchers have discussed and researched o @ré¢la under study or areas related to
this study. The chapter covers overview of sumpblgin risks, SCRM practices, SCRM

processes and critical review.
2. 2 Supply Chain Risk Management

The terms ‘risk’ ‘uncertainty’ ‘disruption’ and ‘daster’ are frequently and
interchangeably used in supply chains to deschieeperceptions and interpretations of
individuals and organizations. A general interptietaof risk is influenced by the negative
consequences of variation in expected outcomes,itheact and likelihoods (March and
Shapira, 1987). Risk events are also studied wite supply chain activities and
investigated with common business practices. Gipistr and Peck (2004) relate the risks
with the vulnerability and likelihood of being lost damaged. Interruptions to the flow of
information, material and finance from the origisapplier to the end user which cause a

mismatch between demand and supply are also coedids risks.

According to Singhal, Agarwal and Mittal, (2011)udgply Chain Management as a
discipline has witnessed a tremendous growth duhiedast two decades. This growth has
been noticed in terms of modeling and analyzingowar issues arising due to the
development of complex networks amongst differerganizations not only within
countries but also across the globe. These issaanainly related to designing, planning
and coordinating the material, information and mpofh@ws across the supply chains. But
owing to increasing dynamism and uncertainty inlihginess environment risk issues are

becoming key concerns to the organizations.
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Effective management of risks is becoming the fecaicern of the firms to survive and
thrive in a competitive business environment. TthesSCRM has emerged as a natural
extension of supply chain management with the pohjective of identifying the potential
sources of risks and suggesting suitable actionspia mitigate them. But developing an
effective SCRM program is always a critical taskd aequires skills and expertise in
multiple areas. Considerable work has been repantdte SCRM literature dealing with

issues with qualitative and quantitative approaches

2.3 Supply Chain Risk M anagement Process

The process begins with identifying internal anteexal risk environments. Enterprises
may inadvertently overlook internal risks. Theseynraclude those posed by a rogue
employee, as well as those posed by inadequateigmlistrategies, or organizational
structures. The external environment in which aempnise, and its suppliers, must work
will also pose differing risks. For example, someiers will face meteorological risks,

while others, because of their distance, may hasater transportation risks. Mapping its
supply chain can help an enterprise identify teksit faces and how best to prioritize and
address them. To prioritize and address risks,sfimill need to identify criteria for

determining what may pose a risk to its operatidhse potential starting point is the

supply chains for the products most affecting fprofitability (SCRLC, 2011).

According SCRLC (2011), once a firm understands twidentify risks, it may undertake
risk identification and assessment, which inclutisidentification, risk analysis, and risk
evaluation. Risk identification may entail usingjsh of common risks including external
risks such as natural disasters, accidents, safyatatpbor uncertainty; supplier risks such
as production problems, financial issues, or sutsaotor problems; distribution risks such

as cargo damage, warehouse inadequacies, or spippline constrictions; and internal



risks such as personnel availability or facilityauailability. Such process will also involve
prioritizing risks by the threat (as measured kgllhood and consequence) they can pose

to a firm’s operations (SCRLC, 2011).

Enterprises must also undertake continual commtiaitaand consultation as well as
monitoring and review throughout this process. Ntanmg and review entails not only
evaluating the effects of risk treatment but alsmintaining the plan and responding to
changes in suppliers, processes, and regulatiectaf§ elements of the supply chain. It

also entails continually identifying opportunitiies improvement (SCRLC, 2011).

2.4 Supply Chain Risk Identification and Assessment

Risks exist at discrete levels and entities wilmmorganization. Manufacturing risks exist
at manufacturing sites while supplier risks extgwgpplier sites. Distribution risks exist at
suppliers and in upstream and downstream trangmorteand logistics systems.

Legislative, compliance, intellectual property, aedulatory risks exist at the country or
regional level for multinational enterprises. Flgaktrategic risks exist at the business-

unit or corporate level (SCRLC, 2011).

Firms may use several criteria to identify riskso@ve, Grammich, and Bickel, 2007).
Pareto analysis, also known as A-B-C analysis,hedp firms identify the proportion of
goods and suppliers on which it is most dependetérms of profitability or criticality,

and hence the goods and suppliers that can posedsterisk to the supply chain.

A solid risk management program, from initial dgpient to sustainable operation,
includes a robust and ongoing risk identificatiomd eassessment process. That is, it

includes a risk-assessment process that is ableatoate a wide variety of risks over time.
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Developing an initial risk register, which is a etmae effort, is necessary to identify
baseline risks. Too many organizations start amakagement program without knowing
what threats the organization faces, or what camsece a disruption would have. As a
result, they focus too much protecting againstwiheng threats or too little protecting
against threats that matter. Risk identificatiorgimibegin with brainstorming sessions,
previous risk assessments, surveys, or still atferts to identify and list potential risks

within supply-chain processes (SCRLC, 2011).

To identify risks, firms may also wish to considember and location of suppliers, number
and origin of shipments, contractual terms defimegponsibility for shipping, modes of
transport and routes for shipments and other liogigroviders or partners involved in the
supply chain (e.g., packaging companies, warehgudirucking companies, freight

forwarders, air or ocean carriers), who handlerskiputs.

According SCRLC (2011), the risk analysis procdssufd estimate the likelihood and
consequence of risks facing a firm and accordipgigritize them for ultimate treatment.
The enterprise should then undertake risk evaloatioate the likelihood and consequence
of risks before and after treatment to evaluateues risk levels against acceptable risk

levels, that is, their risk tolerance.

Once an enterprise understands its supply chainaaadl/zed its potential risks, risk
treatment may include implementation of an effectaupply-chain risk management
program. Such a program should have at least tlepeents: protecting the supply chain,
responding to events, and continuing business tipesawhile recovering from events.
Finally once an organization has established a S@RdMram, including processes for
identifying and treating risks, it should implemarnonitoring program, evaluating plans,

procedures, and capabilities through periodic reyigsting, post-incident reports, and

11



other exercises. It should check conformity an@aiveness of the program, establish,
implement, and maintain procedures for monitorimgl daking corrective action as

necessary. This includes reviewing other orgaropalichanges that may affect SCRM.

According to Tummala, et al (2011), risk identifica involves a comprehensive and
structured determination of potential supply ch#sks associated with the given problem.
Understanding risks, related to such categoriesleasand, manufacturing, inventory

disruption, capacity, supply and transportatioariscal.

Khan (2010) groups sources of supply chain riskisvin major categories. Demand risks
examples being loss of major accounts, volatilitydemand, concentration of customer
base, short life cycles and innovative competit@sapply risks examples include
dependency on key suppliers, consolidation in supmrkets, quality and management
issues arising from off-shore sourcing, potentiafuption at 2¢ tier level, length and

variability of replenishment lead-times. Procesksithat include, manufacturing yield
variability, lengthy set-up times and inflexibleopesses, equipment reliability, limited
capacity/bottlenecks, outsourcing key business @odess. Network risk that include
asymmetric power relationships, poor visibility mdpthe pipeline, inappropriate rules that
distort demand, lack of collaborative planning dokcasts and bullwhip effects due to
multiple echelons. Finally environmental risk tiatlude natural disasters, terrorism and

war, regulatory changes, tax, duties and quotas#ihes.

SCRLC (2011) groups risks into two major categas\edher internal or external risks.
According to them external risks would further bbeuped into end-to-end, supplier and
distribution risks. End-to-end risks include natuliaasters, accidents, sabotage, terrorism,
political uncertainty, labor unavailability, markehallenges, lawsuits, technological

trends. Supplier risks include physical and reguja production problems, financial
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losses and premiums, management and upstream sugldy Finally distribution risks

include infrastructure unavailability, lack of cagsg, labor unavailability, cargo damage
or theft, warehouse inadequacies, IT system inaaiggs or failure, long, multi-party
supply pipelines. Some of the internal risks inelunperational, political uncertainty,
demand variability, personnel availability, desigmcertainty, planning failures, financial
uncertainty, facility unavailability, testing unalability, enterprise underperformance,

and supplier relationship management

A case study by Miklovic and Witty (2010) on hows€o addresses SCRM presented at
Gartner's Security and Risk Management Summit cenée in 2010 had made the
following key findings: A product-centric apprdeprovides more business value than an
incident-centric approach to risk assessment. Fast lusinesses, transparency is critical
to both internal and external support for supplyaichresiliency and that senior
management support is critical to success. Recaomat®ns from the study included
tailoring your resiliency challenge to your orgaatinn, making business continuity
planning an essential foundation, picking your apph and incorporating resiliency in the

supply chain design rather than focusing on posasier recovery.

Ceryno, Scavarda. Klingebiel & Yuzgulec (2013) vigsk drivers as how certain trends
on contemporary SCM responses to competitive pressuight increase or decrease the
vulnerability of the supply chain, i.e. drivers aeeognized as competitive pressures with
risk implications. They link SCR drivers to glolmdtion, product, outsourcing, reduction
of the supplier base, focus on efficiency, partmgs and other close relationship,

centralized distribution and centralized production
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2.5 Supply Chain Risk Management Practices

In general, an agile supply chain is all about bdast and flexible. Lee (2004) specifies
that the main objectives of supply chain agilitg & respond to short-term changes in
demand or supply quickly and to handle externalugitons smoothly. Intuitively, agile
supply chain is also highly market responsive, bseadt is able to fast react on sudden
demand peaks. He further advances that innovatredupts should always require
responsive supply chain that responds quickly tpresictable demand in order to

minimize stock-outs, forced markdowns and obsatetentory.

Christopher (2000) defines four key characteristizsagile supply chain. First, an agile
supply chain is always market sensitive with calitgbaf reading and responding to real
demand. Second, extensive demand and supply inflemsharing between buyers and
suppliers creates a virtual supply chain where jghysventories are maximally replaced
with information. The effective use of automateghsaction systems, e.g. collaborative e-
business solutions, between supply chain partseyfien required for creating agility into
operations. The third key characteristic for agiit deep process integration between the
partners. The extensive demand information shaalsgp enables truly collaborative
working methods, joint product development and camraystems between buyers and
suppliers. Fourth, agile supply chain typicallynistwork based with shared targets. The
supply chain partners create competing networks weimmitted and close relationships

with their final customers.

A research project sponsored by General Motors,camdiucted by the North Carolina
State University Supply Chain Resource Consortiech by Elkins et al (2010) which
interviewed different organizations in various istiies, and explored post event analysis

of several major disruption events recommendedratliest SCRM practices.
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Strategic Sourcing or Advanced Procurement primatials with developing supply
market intelligence, developing sourcing strategggotiation with core suppliers, and
finalization of contracts for material or serviceipply. Screening and monitoring
(regularly) current and potential suppliers witlspect to potential supply chain risks
through self-assessment templates or internallgldeed risk scoring methods (which can
include risk metrics on quality, financial conditiof supplier, technology leadership, price
competitiveness, location risk exposure, shippingdes and routes exposure, etc.) to
identify high likelihood/high severity potential sluptors, for use in the requests for
guotations evaluation process. Ongoing monitoriigcwrent and potential suppliers
should include maintaining a database of suppéiatstracking assessment results, or risk
scores over time. Require critical suppliers todpie a detailed plan of disruption
awareness, and to identify supply chain risk mamesye capabilities that can be executed
if disruptions occur in the supplier's own suppbsk network. Include expected costs of
disruption and operational problem resolution ia thtal cost equation derived through
strategic sourcing decision process. Finally regsuppliers to provide timely information
and visibility of material flows that can be elegtrcally shared with their enterprise

(Elkins et al, 2010).

Real-Time Operations Management includes all psEe$rom the point of delivery by
the supplier and the banks/buffers of inventorydhat warehouses, manufacturing
locations, and distribution centers. Options to riove resiliency include: improving
visibility of inventory buffers in domestic distultion channels at a part-level, to assist
real-time contingency planning and mitigation exemy classifying buffered material for
different levels of criticality to ensure appropeianventory positioning (safety stock) to
mitigate risk of disruptions, Training and educgtkey employees and groups to improve

real-time decision-making capabilities, and equgnagers and associates with plans and
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processes for managing disruptions when and if tdesyr and finally developing real-
time supply chain reconfiguration decision supptargenable evaluation and execution of

contingency plans in response to disruption dispo€lkins et al 2010).

Enterprise Risk Management / Strategic Supply Clissign are system-wide issues
pertaining to disruptions, including system-wid@@ly chain redesign issues. Companies
should develop predictive analysis systems, inaatptg intelligent search agents and
dynamic risk indexes at major nodes in the supplgirc to identify potential problems
(including likelihood of occurrence and potentraliact if the disruption occurs), construct
damage control plans for likely disruption scensrimy modeling supply chain events and
using scenario envisioning tools, utilizing supplyain redesign tools and models to
understand cost tradeoffs between strategies suickti@ased inventory, premium freight,
parts substitutability, or manufacturing procesxibility and enhancing system-wide
visibility and supply chain intelligence, in therfio of improved databases collecting daily
or hourly snapshots of demand, inventory, and dapbavels at key nodes in the supply

chain, including ports and shipping locations (B#ket al, 2010).

Supply Base Management that deals with the ongiayeto-day interaction with existing
suppliers as well as the transportation of the rmetérom these sources to domestic
warehouses and points of use. It includes condyieteekly teleconferences with critical
suppliers to identify current issues that may gisdaily operations, and tactics to reduce
them. Conducting a detailed disruption incidentore@nd analysis following a major
disruption event, using root cause and/or failusdenand effects analysis to learn from
and prevent recurrence of similar events. Creat&aception” Event Detection and Early
Warning Systems to discover critical logistics dgethat exceed normal planning
parameters on an exception basis, which can triggeragerial action to mitigate the

impact of the disruption. Gather supply chain iigehce and monitor critical supply base
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locations to allow real-time sense and responseemass against material flow

disruptions (Elkins et al, 2010).

2.6 Barriersto adopting supply chain Risk Management practices

Risk management in a supply chain is not an eakyds it involves organizations which
may have conflicting objectives and whose knowleddpeut risks is limited to the
individual company. Sinha, Whitman & Malzahn (20@4d Christopher & Lee (2001),
identified various factors that hinder risk mitigat and these include; lack of trust among
supply chain members which makes it difficult foetn to share information, have no clear
arrangement for revenue sharing and so there woelto motivation to work for a

common goal.

Another factor identified was adversarial competitirelationships; this type of
relationship seeks to minimize the price of purelagoods and services Faisal, Banwet &
Shankar, (2004). Though there has been a lot erfatitre in supply chain management
strongly recommending long-term collaborative tielaships with the suppliers, today
many organizations are opting for low cost destomet like China, Taiwan with the single
purpose of minimizing the cost. The increase iagyaphical distance to suppliers may

make it more challenging to implement the supphlgichisk management practices.

The researchers also identified misaligned incestias another factor. Narayanan &
Raman (2004) observed that misaligned incentivesfien the cause of excess inventory,
stock-outs, incorrect forecasts, inadequate sdfegs and even poor customer service.
All this also adds to the overall risk susceptipibf the supply chain. The lack of supply

chain knowledge is hindrance to supply chain risinagement.

Information distortion was also identified by tresearchers as another factor, the causes

of information distortion include promotions anatémtives that lead to forward buying;
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batching of purchases, which leads to higher Vdiain orders; and lack of knowledge of
end customer demand at upstream locations. Thewiipl effect” is the result of the
information distortion as we move from one end tbeo in the supply chain. Lack of

correct information makes the efforts to managesria a supply chain a difficult task.

Low priorities to risk management or lack of rigkitare also possess hindrance to risk
mitigation. In most cases organizations focus oatagies that would increase their
revenues, while neglecting risk issues that requm@npower and finances without
immediate returns. This is because all the suplpdyrcrisks have associated probabilities
and if a risk never materializes, it becomes diftido justify the time spent on risk

assessments, contingency plans, and risk managéaseaisin, Panelli & Upton, 2000).

2.7 Theoretical Framework

This study is founded on the agency and contingeénegries. These theories provide a
look at the firm in relation to risks and the reaship of a firm with others within supply

chains.

2.7.1 Contingency M anagement Theory

Flinsch (2010), the basic premise of Contingencgori is that there is no one best way
to lead an organization. There are too many extamdinternal constraints that will alter
what really is the best way to lead is in a givénasion. In other words, it all depends
upon the situation at hand as to what will be tbstlzourse of action. Fred Fiedler is a
theorist whose Contingency Trait Theory was thecym®or to his Contingency
Management Theory. Fiedler believed there wasextaorrelation to the traits of a leader
and the effectiveness of a leader. According tdlEre certain leadership traits helped in a
certain crisis and so the leadership would needchtange given the new set of
circumstances. Fiedler's Contingency Theory proptseconcept that there is no one best
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way to manage an organization. It implies thatedéht organizations will react differently
to same situation and it follows that that supgigio risk management practices may vary

from one organization to the other.

2.7.2 Agency theory

From a management perspective, the evolution af@gteory can be dated to the 1960s
and 1970s (Eisenhardt, 1989). Nevertheless, igingrican be found in the works on
economic risk analysis where it began by addressiogmmon problem in organizations,
individual-group goal incongruence and its impaat risk-sharing behavior. This is
reflected in the theory's recognition of the broaalgency problems as entailing a portfolio
of issues that need to be managed under conditibnecertainty. Agency theory, in its
modern form, largely originates from the work oftMck (1973) and Ross (1973), and
embraces the areas of political science and ecaspmihich broadens its application
beyond simple contract relations. Following MitigK1973) and Ross's (1973) lead,
agency theory was subsequently adapted and usedarnety of other disciplines such as
sociology (by Shapiro, 1987), management (by Eiaeith1989) and in work involving

the theory of the firm (by Jensen and Meckling, @97

In agency relationships, one party (the princiid)egates work to another party (the
agent) (Jensen and Meckling, 1976; Ross, 1973 n&#sdt, 1989). When the agent is
acting for the principal it resembles behaviourshsas performing for the benefit of the
principal or acting as the principal's represeutatdr employee. Telecommunication
vendors work with other partners by subcontracsiogne of their requirements in order to

deliver an end to end solutions to their customers.
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2.8 Empirical review

Recent research on SCRM by Ngugi (2013), who sotaybkplore the supply chain risk
management practices preferred by the mobile telemanication companies in Kenya,
effectiveness of these practices and the challetiggsface while implementing supply
chain risk management. The findings revealed thastnmobile telecommunications
companies have implemented supply chain risk manage It was also established that
the major challenges to implementing supply chask rmanagement in mobile
telecommunications companies were high investmestscin terms of technology,

increasing fierce competition within the industnddack of government support.

Mutua (2014), sought to establish the supply chigikhmanagement and performance in
three to five star hotels in Nairobi, Kenya. Hentiited the imperatives for implementation
of comprehensive supply chain risk managementoded out that effective supply chain
risk management can improve organizational perfageabut there would be need for
adequate infrastructure to be available in compafoe implementing SCRM. He also
identified that the key to effective SCRM is thalipto establish long term strategic
relationships with supply chain partners. The stodly concentrated on top management
within the organization and as such may not hawtegaoa well representation of risk
management at all levels with supply chain stresurThis study goes further and

interviews managers in departments along supplincha

Kisaka (2014), researched on managing supply dfelia within the state department of
agriculture in Kenya focused on identifying supphain risks within the public sector in
Kenya with special reference to the Department gficulture, establishing mitigation

measures for key supply chain risks that souglentble effective and efficient supply
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chain management and to establishing the challefagesl in mitigation of supply chain
risks within the public sector. She found out tthett challenges to addressing risk in the
public sector was identified as inadequate budgédtpmlitical interference among others.
She recommended that the classification and mamageof supply chain risks is a
fundamental ingredient to effective managementgmarnance in the public sector and
the responsibility of risk mitigation responsibjlictually resides with staff at all levels of
the entity.

Anggara, (2008), researched on implementation &k RMlanagement Framework in
Supply Chain: A Tale from a Biofuel Company in Imégia. His objectives were to
investigate the overall supply chain network in tinen, identify the inherent risks along
its supply chain, assess those risks, categorimesetrisks according to their level, and
explore risk mitigation strategies. The researclenidied the demand, supply,
environmental and operational risks within biofaempanies in Indonesia. The research
also identified collaborative forecast planninghmttustomer, reconfiguring supply base,
implementing quality management and implementingnogom inventory level (buffer

&safety stock) as some of the mitigation strategies

Karne, (2012), focused on Supply chain Risk managmpractices used among the state
corporations in Kenya. He found out that state oafpons adopted SCRM practices such
as supply chain intelligence gathering, screenimyraonitoring suppliers, and training of
key employees within supply chain. However theyeweot performing any of the best

practices at needed levels in all functional assaadvanced by Elkin et al (2005).

Miklovic & Witty (2010) did a case study on how Cis addresses supply chain risk
management to identify how Cisco manages the radsociated with supply chain

disruptions. The findings revealed that a prod@stiéc approach provides more business
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value than an incident-centric approach to rislkesssient for most businesses. They also
ascertained that transparency is critical to baternal and external support for supply
chain resiliency and that objective metrics conti#bto transparency. It was also noted
that as with any significant business endeavornoseananagement support is critical to

Success.

2.9 Summary of Literaturereview

For any business to succeed effective supply chiakh management is essential. As
businesses make use of supply chain strategies asclglobalization, just-in-time

deliveries, outsourcing activities and lean sumbigins so do supply chain risks increase.
Enterprises need to identify any potential risksalgze them and mitigate them by

employing supply chain risk management practices.

As challenging it may be to fully predict, mitigate prevent risks, enterprises that
implement supply chain management programs wilinloee prepared when their supply

chains are disrupted.
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CHAPTER THREE: RESEARCH METHODOLOGY

3.1 Introduction

This section briefly discusses the research desigta collection, data analysis and
presentation techniques. It sets out research mesighe first section, data collection

method in the second section and finally data ambnd presentation in the last section.

3.2 Resear ch Design

A case study design which is an in-depth studypdréicular research was adopted for this
research so as to effectively realize the objestofethe study. The study concerns Nokia

Kenya.

3.3 Data Collection

In this study, the population included all the dépents within supply chain management
in Nokia Kenya. These are product management,tiogjservice delivery, procurement,
finance, cost & progress management, sales anetcsgrsolutions. Due to the relatively

small size of population, a census was carried out.
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Table 3. 1: List of departments and employeesinterviewed

Department Number of employees
Procurement 3

Service Delivery 7

Services Solutions 4

Product Management 1

Cost and progress management 4

Logistics 3

Sales 2

Contract Management 3

Finance 4

Research data was collected through a structuredtiganaire. The questionnaire was
divided into four parts. Part A consisted of geherBormation, Part B sought to identify
the main supply chain risks faced by Nokia, partd€ermined supply chain risks
management practices employed by Nokia while pali¢@rmined the barriers to adoption
of supply chain risk management practices. The tqpregires was dispatched using the

“drop and pick” method.

3.4 Data Analysis

The data collected was analyzed using descriptiaesscs. The statistical measure of
central tendency such as frequency distributiomscgntages and mean were used to
determine the SCRM practices used by Nokia Kenjia.ean was used to determine on

average the main risks in Nokia Kenya, the maingaiion and SCRM practices employed
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by Nokia Kenya. To identify on average the barrteradopting the SCRM Practices, mean

was used.
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CHAPTER FOUR: DATA ANALYSIS, RESULTSAND DISCUSSION

4.1 Introduction

This chapter presents the data analysis, resullsirgerpretations obtained from the
research as well as the discussion of the findifgs.first section deals with the general
information of the respondents under study whikegbacond section seeks to address the
research objectives: identify the main Supply Chrisks faced by Nokia Kenya, establish
SCRM practices employed by Nokia Kenya and detegrthie barriers to adopting SCRM

practices by Nokia Kenya.

The respondents in this study included 31 all ta# working in all the departments within
supply chain management in Nokia Kenya. These tiepeats include product
management, logistics, service delivery, procurdmdmance, cost & progress
management, sales and services solutions. Out ctedf, 28 filled and returned their

guestionnaires. This gives a 90.32% response rate.

4.2 General Information

The general information of this study comprisedtlod respondents’ gender, highest
academic qualification, duration of time they haorked in Nokia and the departments in

which they were working.

As part of the general information, the respondevese asked to indicate their gender.
From the findings, 85.7% of the respondents indddhat they were male while 14.3%
indicted that they were female. This shows thatdbpartments related to supply chain

management in Nokia Kenya had more male staff agpaoced to the female.

The respondents’ were also asked to indicate tthgirest level of education. According to

the findings, 60.7% of the respondents indicateg ttad bachelor’'s degree and 39.3% had
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master’s degree. This shows that most of the atafking in departments related to supply

chain management in Nokia have Bachelors’ degriémrfed by master’s degree.

The respondents were also asked to indicate forthewlong had worked in Nokia. From
the findings, 46.4% of the respondents reportetlttiey had worked in Nokia for more
than 5 years, 32.1% for between 3 and 5 years add@for between 1 and 2 years. This
shows that most of the staff working in departmeatated to supply chain management
in Nokia had been working in the organization fasrenthan 5 years and hence they had

the information required to meet the objectivethefstudy.

The staff were also asked to indicate the deparsnan which they were working.
According to the findings, 21.4% of the respondentkcated that they were working in
the service delivery department, 14.3% were workirthe sales department, and the same
percent were working in the cost progress managedegartment. In addition, 10.7% of
the respondents indicated that they were workirth@ncontract management department;
the same percent were working in the finance depart, logistics department and
procurement department. Further, 7.1% of the redpais indicated that they were
working in the product management department. Thearly shows that most of the

respondents in this study were working in the serdelivery department.
4.3 The main supply chain risksfaced by Nokia

The first objective of this study was to identityetmain Supply Chain Risks faced by

Nokia Kenya.

The respondents were asked to indicate the extemthich Nokia uses the stated risk
identification strategies with a Likert scale dflo extent (1), Small extent (2), Moderate

extent (5), Great extent (4) and Very great exgnt

27



The results were as presented in table 4.1 below.

Table4. 1: Risk Identification Strategies

Mean | Standard deviation Mean Absolute
(SD) Deviation (MAD)
Risk estimation 4.357(0.78 0.643
Previous risk assessments 4.178|1.055 0.879
Developing risk register 4.107 |1.196 0.893
Brainstorming sessions 3.785|1.197 0.990
Surveys 3 1.24 0.963

From the findings, the respondents indicated withean of 4.357 with SD of 0.78 and
MAD of 0.643 that Nokia was using risk estimatioretgreat extent, risk assessment with
mean of 4.178, SD of 1.055 and MAD of .879, risgiseer with a mean of 4.107, SD of
1.196 and MAD of 0.893 and brainstorming sessioits & mean of 3.785, SD of 1.197
and MAD of 0.990 to a great extent was being usgdNbkia as a risk identification
strategy. Surveys with mean of 3.000, SD of 1.2d BIAD of 0.963 were moderately
used. The study found that Nokia was using riskregion as a risk identification strategy
most, followed by previous risk assessments, deuaiprisk register, brainstorming
sessions and surveys. According to SCRLC (20148, identification might begin with
brainstorming sessions, previous risk assessnmamigeys, or still other efforts to identify

and list potential risks within supply-chain proses.

The respondents were asked to indicate which dftdted external end to end supply chain
risks pose the most potential threat to Nokia Wiltert scale of No threat (1), Low (2),

Moderate (3), High (4) and Highest (5).
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Table 4. 2: External, End to End supply Chain Risks

Mean Staf‘d"?‘fd
deviation | MAD
Physical theft 2.666 1.301 1.086
Taxes, customs, and other regulatio] 3.259 1.163 1.010
Currency fluctuations 3.888 1.05 0.815
Regulatory Approvals 2.963 1.255 1.010
Quiality 3.481 1.155 1.021

The study found that currency fluctuations wasgh lpiotential threat to Nokia with a mean
of 3.888, MAD of 0.815 and SD of 1.050, followeddpyality as a moderate potential with
mean of 3.481, MAD of 1.021 and SD of 1.155 whéleds, customs, and other regulations
moderately with a mean of 3.259, MAD of 1.010 amld® 1.163, regulatory approvals as
indicated and physical theft was the least potkthiiaat. These findings agree with EIKins,
et al (2010) argument that telecommunication vesmdare facing supply chain risks like
foreign exchange rate fluctuations and regulatigpravals. In addition, the findings are
in line with SCRLC (2011) findings that legislativ\ampliance, intellectual property, and

regulatory risks exist at the country or regiomaid| for multinational enterprises

The respondents were also asked to indicate wiiittestated external supplier risks pose
the most potential threat to Nokia with Likert szaff No threat (1), Low (2), Moderate

(3), High (4) and Highest (5).

Table 4. 3: External, Supplier Risks

M ean Standgrd
deviation MAD
Safety practices 3.296 1.381 1.226
performance 3.481 1.155 0.985
Lead Times 3.925 1.071 0.776
Cost escalation 3.74 0.902 0.716
Poor Communication 3.037 1.192 0.936
No or poor relationships with subcontracto| 3.296 1.102 0.944
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The study established that lead times with a n@a$ 925, MAD of 0.776 and SD of

1.071 and cost escalation with mean of 3.740, MAD.®316 and SD of 0.902 as the most
significant supplier potential risk to Nokia. Thew SD on cost escalation. This is in
agreement with the findings by Faisal, Banwet & r#daa, (2004) that price is a major

concern.

The respondents were also asked to indicate whidiheo stated external distribution
risks/disruption pose the most potential thredtiodia with Likert scale of No threat (1),

Low (2), Moderate (3), High (4) and Highest (5).

Table4. 4: External, Distribution Risks/Disruptions

Mean Standard deviation | MAD
Infrastructure Unavailability 3.222 1.154| 0.930
Cargo Damage 2.74 1.129| 0.936
Warehouse Inadequacies 2.74 0.984| 0.842
Longer lead time 3.461 1.066| 0.888

The study revealed that longer lead time with mefaB.461, MAD of 0.888 and SD of
1.066 was moderately posing as a potential theddkia, followed by infrastructure
unavailability with mean of 3.222, MAD of 0.930 afd of 1.154. Cargo damage and
warehouse inadequacies were seen to be of lowt tmean of 2.740, MAD of 0.842 and

SD of 0.984.

The respondents were asked to indicate which ostiled internal enterprise risks pose
the most potential threat to Nokia with Likert scalf No threat (1), Low (2), Moderate

(3), High (4) and Highest (5).
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Table4. 5: Internal, Enterprise Risks

Mean | Standard deviation | MAD
Process Issues 3.407 1.118| 0.955
Lack of training or knowledge 2.963 1.091| o0.861
Subcontracting agreements 3.037 1.125| 0.933
Strategic risk 3.037 1.125| 0.864
Supplier Relationship Managemer 3 1.3 1.111

Process issues was a moderate threat with mean, 3#XD of 0.995 and SD of 1.118 as
an enterprise risk posing as a potential threatdkia. Supplier relationship management
and subcontracting agreements with a mean of 32D of 0.933 with SD of 1.125
while lack of training or knowledge with mean oP@3, MAD of 0.861 and SD of
1.091were moderately seen to be potential threatdakia. These findings are in line
SCRLC (2011) argument that internal risks sucheaisgnnel availability and competence
or facility unavailability pose a threat to implemtation of supply chain risk management

practices.

The respondents were asked to indicate which categfarisks pose the most potential

threat to Nokia with a Likert scale of 1 to 5; MNweat (1), Low (2), Moderate (3),

High (4) and Highest (5).

Table 4. 6: Risks Category that pose the M ost Potential Threat to Nokia

Risk Category Mean | Standard deviation | MAD

End to End supply Chain Risk{ 3.535 1.137| 0.959
Supplier Risks 3.642 0.869| 0.719
Distribution Risks/Disruptions 3.285 0.854| 0.735
Enterprise Risks 3.142 1.044| o0.888

The respondents indicated with a mean of 3.642 &idlof 0.869 and MAD of 0.719 that

supplier risks were posing as a high potentialahte Nokia. This was followed End to
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End supply Chain Risks as indicated by a mean383with SD of 1.137 and MAD of
0.959, distribution risks/disruptions as indicabgda mean of 3.285 and SD of 0.854 and

enterprise risks as indicated by a mean of 3.1425dh of 1.044.

The study found that supplier risks category wasimgpas the most potential threat to
Nokia, followed by end to end external supply chasks, distribution risks/disruptions
and enterprise risks. According to Khan (2010) ptyipsks examples include dependency
on key suppliers, consolidation in supply markgtslity and management issues arising
from off-shore sourcing, potential disruption, lémgnd variability of replenishment lead-

times.

4.4 Supply Chain Risk Management Practices Employed by Nokia Kenya

The second objective of this study was to estal8iSRM practices employed by Nokia
Kenya.

The respondents were asked to indicate to whahekiekia currently uses supply chain

risk management practices. From the findings, 460f#%e respondents indicated that
Nokia currently uses supply chain risk managemeaittires to a great extent, 35.7%
indicated to a moderate extent and 17.9% indicat@dvery great extent. This shows that

Nokia currently uses supply chain risk managemeatzes.

The respondents were further asked to indicate wpitential SCRM tools were used in
Nokia with a Likert scale of Never (1), Rarely (§pmetimes (3), Very often (4) and
Always (5).

The findings were as shown in table 4.7.

32



Table 4. 7: Potential SCRM tools Used Today

Mean | Standard deviation | MAD
Sales tools 3.28 1.568| 1.366
Inventory optimization tool 2.75 1.326| 1.146
Sourcing tools 3.375 1.582| 1.344
Operations planning tool 3.52 1.446| 1.174
Master Data management 3.791 1444, 1.128
Spend management analys| 3.333 1.659| 1.445

The study found that Nokia was using master datmagement tool as a supply
management tool very often followed by operatiolaping tool, sourcing tools, spend
management analysis tool, sales tools and invemiatiynization tool. The high standard
deviation which shows the responses are spreacbold be as a result of each department
using a unique tool at their level. These findiegacur with Tummala and Schoenherr
(2011) argument that assessing and managing risksy uhe Supply Chain Risk
Management Process (SCRMP) and found that suply cisks can be managed more
effectively when applying the Supply Chain Risk Mgement Process (SCRMP). The
structured approach was divided by Karne (2012) pitases of risk identification, risk
measurement and risk assessment; risk evaluatnohrisk mitigation and contingency

plans; and risk control and monitoring via data agement systems.

The respondents were further asked to indicatewstieps were being taken by Nokia as
a practice to manage supply chain risks with a ftilseale of Never (1), Rarely (2),

Sometimes (3), Very often (4) and Always (5).
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Table 4. 8: Steps Taken by Nokia as a practice to Manage Supply Chain Risks

Mean | Standard deviation | MAD
Streamline processes 4.142 0.89| 0.735
Improve demand forecasting 4.407 0.693| 0.615
Strengthen business continuity plannir] 4.111 0.8 0.658
Creation of supply chain risk register 3.692 0.928| 0.822
Centralize distribution 3.807 1.059| 0.899
Increase inventory levels 2.615 1.358| 1.136
Decentralize distribution 2.615 1.168| 0.982

From the findings, it can be revealed by improveundnd forecasting with mean of
4.407and SD of 0.693, streamlined processes wiinroé 4.142 and SD of 0.890 and
strengthened business continuity planning with mefa#.111 and SD of 0.800 are very
often used as a practice by Nokia to manage sug@in risk management. The low SD
reveals that responses were very close to the meareased inventory levels and
decentralize distribution both with a mean of 2.6té rarely used. According to Elkins,
et al (2010) companies running lean operations angdr have inventory or excess

capacity.

The respondents were further asked to indicateiwdiithe stated supplier strategies were

being taken by Nokia to manage supplier relatddsngth Likert scale of Never (1), Rarely

(2), Sometimes (3), Very often (4) and Always (5).

Table 4. 9: Supplier Strategies Taken By Nokia to Manage Supplier Related Risks

Mean | Standard deviation | MAD
Improve collaboration with suppliers 4.285 0.658| 0.561
Shift from single to multiple supplier bas{ 4.178 0.983| 0.763
Conduct risk audit of key suppliers 4.214 0.786| 0.673
Supplier development 4.285 0.762| 0.612
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In relation to supplier strategies used to managelgr related risks, the study found that
improved collaboration with suppliers, supplier de@pment, conducting risk audit of key
suppliers and shifting from single to multiple slippbase were all very often used with a
mean of over 4 and standard deviation of less thand mean very low mean absolute
deviation implying that the responses were mainbncentrated around the mean.
According to SCRLC (2011) supplier risks target gihgl and regulatory, production

problems, financial losses and premiums, managearghtipstream supply risks.

The respondents were asked to indicate which gitaseurcing or advanced procurement
practices were performed by Nokia as a practiceanagement of supply chain risks with

a Likert scale of Never (1), Rarely (2), Sometir{®s Very often (4) and Always (5).

Table 4. 10: Strategic Sourcing or Advanced Procurement Practices Performed by

Nokia
M ean Standard
deviation | MAD
Screen and monitor regularly current suppliers 4,423 0.643| 0577
Screen and monitor regularly potential suppliers 3.73 1.003| 0.849
Reqwre grltlcal suppliers to produce a detaileahpl 3.807 0.938
of disruption awareness 0.775

Includ_e expected costs of disruption in the totetc 3.423 0.902
equation 0.751

Require suppherg to provide timely information & 3.925 0.997
visibility of material flow. 0.771

With regard to strategic sourcing or advanced ym@&ment practices used by Nokia, the
study revealed that screening and monitoring retutarrent suppliers was very often
used with a mean of 4.423 and SD of 0.643 followgdequiring suppliers to provide
timely information and visibility of material flowith a mean of 3.925 and SD of 0.997

and requiring critical suppliers to produce a dethplan of disruption awareness with a
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mean of 3.807 and SD of 0.938. As indicated byri&iat al (2010) strategic Sourcing or
Advanced Procurement primarily deals with develgpsupply market intelligence,
developing sourcing strategy, negotiation with cauppliers, and finalization of contracts

for product or service supply

The respondents were further asked to indicate lwiieal-Time supply chain risk
management practices are used in Nokia with a tikeale of Never (1), Rarely (2),

Sometimes (3), Very often (4) and Always (5).

Table4. 11: Real-Time Supply Chain Risk Management Practices Used in Nokia

M ean Standard
deviation MAD
Cpnductlng f_requent meetings/teleconferences w 4.292 0.751
critical suppliers 0.634
Ir_npl_eme_nt technologies to track containers in 3.192 1.265
distribution channels 1.053
Condu_ct a deta_uled dlsrgpthn |nC|_dent report & 3592 1.083
analysis following a major disruption event 0.867
Crea_te an exception event detection and early 3333 1.176
warning system 0.914

According to the findings, the respondents indidat&h a mean of 4.222 with SD of 0.751
that Nokia was very often conducting frequent nregiteleconferences with critical
suppliers. The respondents also indicated withanoé3.592 with SD of 1.083 that Nokia
was very often conducting a detailed disruptiorident report and analysis following a
major disruption event. The respondents furtheicatéd with a mean of 3.333 with SD
of 1.176 that Nokia was sometimes creating an eiaepvent detection and early warning
system. In addition, the respondents indicated withean of 3.192 with SD of 1.265 that
Nokia was sometimes implementing technologies &xkircontainers in distribution

channels. . Regarding Real-Time supply chainmskiagement practices used in Nokia,
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the study established that conducting frequent imgsteleconferences with critical
suppliers was used most followed by conductingtailéel disruption incident report and
analysis following a major disruption event, cregtan exception event detection and early
warning system and implementing technologies taktraontainers in distribution
channels. According to Elkins et al (2010) Real-@i@®perations Management include all
processes from the point of delivery by the supplrel the banks/buffers of inventory held

at warehouses, manufacturing locations, and digtdb centers.

The respondents were asked to indicate which Real-supply chain base operations
management practices were employed in Nokia witfkart scale of Never (1), Rarely
(2), Sometimes (3), Very often (4) and Always (5)

The findings were as shown in table 4.12.

Table 4. 12: Real-Time Supply Chain Base Operations Management Practices

Employed in Nokia

Mean Standard
deviation | MAD
Ir.npr'ove_ visibility of inventory buffer in domestic 3.95 1.075
distribution channels 0.875
Cl_a_ssﬁy buffered materials for different levels of 3.296 0.953
criticality 0.796
Training key employees 4.037 0.649| o0.428
Develop real-time supply chain reconfiguration deari

3.111 1.086
report 0.815

From the findings, the respondents indicated withean of 4.037 with SD of 0.649 that
Nokia very often was training key employees. Trspomdents also indicated with a mean
of 3.296 with SD of 0.953 that Nokia was sometimkssifying buffered materials for
different levels of criticality. In addition, the@spondents also indicated with a mean of

3.250 with SD of 1.075 that Nokia was sometimesroumg visibility of inventory buffer
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in domestic distribution channels. Further, th@oeglents indicated with a mean of 3.111
with SD of 1.086 that Nokia was sometimes develgpieal-time supply chain

reconfiguration decision report In relation to Reale supply chain base operations
management practices employed in Nokia, the stadpd that training key employees
was the most used strategy, followed by classifyaafjered materials for different levels

of criticality, improving visibility of inventory bffer in domestic distribution channels and
developing real-time supply chain reconfigurati@eidion report. This is in agreement as

advanced by (Elkins et al 2010).

4.5 Barriersto Adopting Supply Chain Risk Management practices

The third objective of the study was to determime barriers to adopting SCRM practices

by Nokia Kenya.

The respondents were asked to indicate their asse$0f the capability of Nokia to

mitigate the key supply chain risks it faces. Fribw@ findings, 46.4% of the respondents
indicated that the capability of Nokia to mitigaite key supply chain risks it faces was to
a great extent, 35.7% indicated to a moderate exatsh 17.9% indicated to a very great
extent. This implies that to a great extent Nokiaapable to mitigate the key supply chain

risks it faces.

The respondents were asked to indicate which vireréarriers to implementing strategic
sourcing or advanced procurement practice as a S@Rltice at Nokia with a Likert
scale of Never (1), Rarely (2), Sometimes (3), Ma&tgn (4) and Always (5)

The results were as shown in table 4.13.
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Table4. 13: Barriersto Implementing Strategic Sourcing Practices

Mean | Standard deviation | MAD
Concerns about increased costs 3.592 0.722|  0.957
Poor communication across supply chain| 2.777 1.185| 0.872
Inadequate technology 1.925 1.12 0.617
Lack of management support 2.333 0.828| 0.839
Suppliers geographical distance 2.333 1 0.889
Iiz?g\ljvf)efdsgtépply chain management 5 1,037 503

From the findings, the respondents indicated withean of 3.592 and SD of 0.722 that
concerns about increased costs was very ofterrigibr implementing strategic sourcing
or advanced procurement practice as a SCRM praatidéokia. The respondents also
indicated with a mean of 2.777 and SD 1.185 that pommunication across supply chain
was sometimes a barrier to implementing stratemicsng as a SCRM practice at Nokia..
The study also revealed that barriers to implemegnstrategic sourcing or advanced
procurement practice as a SCRM practice at Noklaidted concerns about increased costs
and poor communication across supply chain. Thegbnfis are in line with SCRLC
(2011) findings that enterprises must undertakeicoal communication and consultation
as well as monitoring and review throughout risknagement process. Monitoring and
review entails not only evaluating the effectsisk treatment but also maintaining the plan
and responding to changes in suppliers, proceasdgsgegulation affecting elements of the
supply chain. However, the study found that inadégeechnology, lack of management
support, suppliers’ geographical distance and ddckipply chain management knowledge

were not considered to be barriers.

The respondents were also asked to indicate thiefsato implementation of Real-Time
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supply chain risk management practice as SCRM ipeact Nokia with a Likert scale of

Never (1), Rarely (2), Sometimes (3), Very oftehgdd Always (5)

Table4. 14: Barriersto Implementation of Real-Time SCRM Practices

M ean Staf‘d"?‘fd

deviation MAD
Concerns about increased costs 3.37 0.832| 1.023
Poor communication across supply chain 2.629 1.181| 0.903
Lack of risk culture 2.23 1.114| o0.669
Inadequate technology 2.0385 0.815| 0.822
;?;(iigggdequate resources to implement SC 2 538 1038 o
Lack of supply chain management knowledgg 1.961 1.066| 0.592

The study found that concerns about increased,cpgsbr communication across supply
chain and lack of adequate resources to implemeRi\E practices moderately influence
the implementation of Real-Time supply chain rislamagement practice as SCRM
practice in Nokia. However, lack of risk cultureadequate technology and lack of supply
chain management knowledge were not considerec tbabriers to implementation of
Real-Time supply chain risk management practic&@RM practice in Nokia. These
findings agree with Zsidisin, Panelli and Upton@@pargument that low priorities to risk

management or lack of risk culture also possegdr&inte to risk mitigation.

The respondents were requested to indicate theefsaro the implementation of Real-time
supply chain base operations management practi@&Ca&3M practice in Nokia with a

Likert scale of Never (1), Rarely (2), Sometimek {&ry often (4) and Always (5)
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Table4. 15: Barriersto Implementation of Real-Time Supply Chain Base

Operations Management Practice

M ean Standard
deviation | MAD
Concerns about increased costs 3.307 0.823| 0.923
L_Jnderestlmatlon of potential impact of supply cha 2 884 1.086
risks 0.621
Lack of risk culture 2.461 0.863| 0.728
Excessive focus on efficiency 3 0.859| 0.615
Lack of supply chain management knowledge 2 0.848| o0.615

The study found that a concern about increasets @ath a mean of 3.307 and SD of
0.823 and excessive focus on efficiency with mda® and SD of 0.859 were sometimes
a significant barrier in the implementation of Raale supply chain base operations risk
management practice as SCRM practice in Nokia. évew underestimation of potential

impact of supply chain risks, lack of risk cultuaed lack of supply chain management
knowledge were not significantly affecting the implentation of Real-time supply chain
base operations management practice as SCRM mractidokia. According to Elkins, et

al (2010) the challenge to managing supply chaisris that supply chain disruptions can
occur for a wide variety of reasons such as indalgttant fires, transportation delays, work
slowdowns or stoppages, or natural disasters. Compaunning lean operations no longer
have inventory or excess capacity to make up fodyction losses, so that material flow

problems rapidly escalate to wide-scale networkugisons.

The respondents were asked to indicate the batoi@rgplementation of supplier strategies
as SCRM practice at Nokia in management of suppdieted risks with a Likert scale of

Never (1), Rarely (2), Sometimes (3), Very oftehddd Always (5).
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Table4. 16: Barriersto Implementation of Supplier Strategies

M ean Standard
deviation | MAD

Concerns about increased costs 3.28 0.8 0.989
Poor communication across

supply chain 2461 1.173 0.769
Lack of management support 2.23 0.947 0.704
Suppliers geographical distance 2.384 0.908 0.893
Lack of supply chain manageme

knowledge 1.961 0.823 0.666

From the findings, the respondents indicated witmesan of 3.280 and SD of 0.8 that
concerns about increased costs was sometimeserbaithe implementation of Real-time
supply chain base operations management practiceC&M practice in Nokia. The
respondents also indicated with a mean of 2.461S&hdf 1.173 that poor communication
across supply chain is rarely a barrier to the anm@ntation of Real-time supply chain base
operations management practice as SCRM practicBlakia. The respondents also
indicated with a mean of 2.384 and SD of 0.908 shguplier's geographical distance is
rarely a barrier to the implementation of Real-tirmepply chain base operations
management practice as SCRM practice in Nokia.réepondents further indicated with
a mean of 2.230 and SD of 0.947 that lack of mamage support is rarely a barrier to the
implementation of Real-time supply chain base dpmra management practice as SCRM
practice in Nokia. Lastly, the respondents indidatéth a mean of 1.961 and SD of 0.823
that lack of supply chain management knowledgarsly a barrier to the implementation
of Real-time supply chain base operations managepractice as SCRM practice in

Nokia.
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CHAPTER FIVE: SUMMARY, CONCLUSION AND

RECOMMENDATIONS

5.1 Introduction

The chapter covers five major sections. These declthe summary of the findings,
conclusion of the study, limitations encounteredirdythe study, recommendations for

policy formulation and practice and suggestionduiture research.

5.2 Summary of Findings

The study found that currency fluctuations wasiost potential threat to Nokia, followed
by quality, taxes, customs, and other regulatioegulatory approvals as indicated and
physical theft was the least potential threat. Stuely also revealed that Nokia was using
risk identification strategies that include risktiestion, previous risk assessments,
developing risk register, brainstorming sessions surveys. The study also found that
supplier risks was posing as the most potentiaathto Nokia, followed by end to end
supply chain risks, distribution risks/disruptioasd enterprise risks. The study further
established that lead times was the most signifisaipplier potential risk to Nokia,
followed by cost escalation, performance, safegcpees, no or poor relationships with
subcontractors and poor communication. The stusly r@vealed that longer lead time was
posing as a potential threat to Nokia, followed ibfrastructure unavailability, cargo
damage and warehouse inadequacies. Process isagemnventerprise risk posing as a
potential threat to Nokia most followed by supplieelationship management,

subcontracting agreements, strategic risk anddéattaining or knowledge.

The study found that Nokia currently uses suppBbirchisk management practices. The
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study also found that Nokia was using master datamagement tool as a supply
management tool most followed by sourcing toolserapons planning tool, spend

management analysis tool, sales tools and invejatiynization tool.

In the management of supply chain risk, the stwiyné that Nokia was using improved
demand forecasting most, followed by streamlinedcesses, strengthened business
continuity planning, centralized distribution, diea of supply chain risk register,
increased inventory levels and decentralized tistion. In addition, supplier strategies
used to manage supplier related risks in Nokiauthelimproved collaboration with
suppliers, supplier development, conducting risttitaof key suppliers and shifting from

single to multiple supplier base.

The study also established that strategic soummiraglvanced procurement practices used
by Nokia include screening and monitoring regulatyrent suppliers, requiring suppliers
to provide timely information and visibility of meial flow, requiring critical suppliers to
produce a detailed plan of disruption awarenessrartalding expected costs of disruption
in the total cost equation. In addition, Real-Tisupply chain risk management practices
used in Nokia comprise of conducting frequent nmggtiteleconferences with critical
suppliers was used most followed by conductingtailéel disruption incident report and
analysis following a major disruption event, cregtan exception event detection and early
warning system and implementing technologies taktraontainers in distribution
channels. Further, Real-time supply chain baseabipeis management practices employed
in Nokia include training key employees, classifylvuffered materials for different levels
of criticality, improving visibility of inventory bffer in domestic distribution channels and

developing real-time supply chain reconfigurati@tidion report.
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The study revealed that the capability of Nokiartibigate the key supply chain risks it
faces was to a great extent. It was also establidta barriers to implementing strategic
sourcing or advanced procurement practice incluateerns about increased costs and
poor communication across supply chain. The stodyd that concerns about increased
costs, poor communication across supply chain auwi lof adequate resources to
implement SCRM practices moderately influence thegléementation of Real-Time supply
chain risk management practice as SCRM practicdkia. Further, a concern about
increased costs was the most significant barrigmenmplementation of Real-time supply
chain base operations risk management practicelyl dise study found that a concern
about increased costs was moderately a barriéetariplementation of Real-time supply

chain base operations risk management practic€RdSpractice in Nokia.

5.3 Conclusion

This study concludes that the supply chain risksedaby Nokia include currency
fluctuations, quality, taxes, customs, and otheyulaions, regulatory approvals as
indicated and physical theft. The study also fothat supply chain risks are categorized
into supplier risks, end to end supply chain risésstribution risks/disruptions and

enterprise risks.

The study also concludes that Nokia was using sugphin risk management tools like
master data management tools, sourcing tools, tesa planning tool, spend
management analysis tool, sales tools and invemiptiynization tool. Supply chain risk
management practices include improved demand fstiega centralized distribution,

improved collaboration with suppliers, supplier di@epment, conducting risk audit of key

suppliers, shifting from single to multiple suppliEse, screening and monitoring regularly

current suppliers, requiring suppliers to providmely information and visibility of
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material flow, requiring critical suppliers to proze a detailed plan of disruption awareness
and including expected costs of disruption in thialtcost equation. Real-Time supply
chain risk management practices include condudtieguent meetings/teleconferences
with critical suppliers, conducting a detailed digiion incident report and analysis,
creating an exception event detection and earlynivgr system and implementing

technologies to track containers in distributioarchels.

The study further concludes that barriers to im@etimg supply chain risk management
practices include concerns of increased costs, gmomunication across supply chain and

lack of adequate resources to implement SCRM et

5.4 Recommendations for Policy and Practice

The managements of the telecommunication vendasldgtkeep on doing regular risk
assessments in their supply chains as a way ofiegedverse effects of uncertainty. The
firms can also benchmark themselves against thepb@gers in the world as a way of

improving their supply chain risk management prasdi

The study found that poor communication acrosssingply chain was hindering the
implementation of supply chain risk managementtras by Nokia. The study therefore
recommends that Nokia as well as other organizatstiould adopt an information system
that can allow information exchange across the lyugain. This will help the partners in

the supply chain to make key decisions on the prtiaiu of materials.

The study also found that there was lack of adequesources to implement SCRM
practices. The study therefore recommends thatd\Nstkbuld increase its financial budget
for Kenya and employ more staff so as to enhaneétplementation of supply chain risk

management practices.
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5.5 Limitations of the Study

The study adopted a case study approach whereNmMy was studied. This limits the
study in that the results obtained cannot be gémeda In addition, Nokia cannot be
representative of all the telecommunication vendor&Kenya and hence the findings
cannot relate to other firms nor can conclusionslsed to the industry practices. Specific
factors within the firm like cash flow challengewissize of the market affects supply chain

management practices adopted.

Data collection was also limited by the busy scleslof the respondents. The researchers
had to exercise utmost patience and make extre efieeminding respondents and making
constant follow-ups so as to acquire sufficienadabm respondents. The researcher had
to thoroughly explain the use of information praddand why the respondents should

participate in the study.

In addition, company information is proprietary arwhfidential. Most of the respondents
approached were reluctant in giving some infornmatearing that the information sought
would be used to intimidate them. The researcherdled the problem carrying an
introduction letter from the University so as tes@® them that the information will be

treated as confidential and will be used purelyaicademic purposes.

5.6 Suggestionsfor Further Research

This study was limited to Nokia Kenya and hencdiidings cannot be generalized to the
telecommunication vendors in Kenya. This study ¢f@e suggests similar studies to
cover all the telecommunication vendors in Kenyaaddition the study did not show how
the use of various supply chain risk managementtioes influence organizational

performance. The study therefore suggests furtiidies on the influence of supply chain
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risk management practices on the organization padoce of telecommunication vendors

in Kenya.
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APPENDICES

APPENDIX I: RESEARCH QUESTIONNAIRE

I ntroduction

This questionnaire is designed to gather infornmaba supply chain risk management
practises in Nokia, Kenya. Your response will becaded strict confidentiality. A supply
chain is the network of all the individuals, orgaations, resources, activities and
technology involved in the creation and sale ofr@dpct, from the delivery of source
materials from the supplier to the manufacturequbh to its eventual delivery to the end

user.

Kindly respond to the questions honestly by ticking the most appropriate response

Part A: General Information

1. Gender:
0 Male 0 Female
2. Highest academic qualification
0 College Certificate 0 Diploma
0 Bachelor's Degree 0 Master’s Degree

0 Others (SpecCify).....ccceeeeeiiiiiiiiiiiiiinnnns

3. For how long have you worked in Nokia?

0 Less than one year 0 1-2years

0 3 —5years 0 More than 5 years
4, Please indicate the department you viark

0 Procurement 0 Service Solutions
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0 Sales 0
O Service Delivery O
0 Product Management 0
0 Cost progress management

Logistics

Finance

Contract Management

PART B Identify the main supply chain risksfaced by Nokia.

1. To what extent does Nokia use the following in igéntification?

No extent

1)

Small
extent

(@)

Moderate
extent (5)

Great
extent

(4)

Very great
extent (5)

Risk estimation

Previous risk assessment

Developing risk register

Brainstorming sessions

Surveys

2. In your opinion, which of the below risks pose thest potential threat to Nokia?

No Low | Moderate | High | Highest
threat (1) | (2) (3) (4) (5)
External, End to End supply Chain Risks

Physical theft

Taxes, customs, and other

regulations

Currency fluctuations

Regulatory Approvals

Quality

External, Supplier Risks

Safety practices
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performance

Lead Times

Cost escalation

Poor Communication

No or poor relationships

with subcontractors

External, Distribution Risks/Disruptions:

Infrastructure Unavailability

Cargo Damage

Warehouse Inadequacies

Longer lead time

Internal, Enterprise Risks

Process Issues

Lack of training or

knowledge

Subcontracting agreement

U7

Strategic risk

Supplier Relationship

Management
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3. In your opinion, which category of the below extdrnsks pose the most potential

threat to Nokia?

No threat | Low | Moderate | High | Highest
1) (2) 3) (4) ©)

End to End supply Chai
Risks
External, Supplier Risks

S

External, Distribution
Risks/Disruptions:
Internal, Enterprise Risks

PART C Determine supply chain risk management practices employed by Nokia
Kenya.

4. To what extent does Nokia currently use supplyrthisk management practices?
"1 No extent (1) "1 Small extent (2)
"1 Moderate extent (3) 1 Great extent (4)

"] Very great extent

5. Which of the following potential SCRM tools do yose today?

Nev | Rar | Sometim | Very Always
er ely es (3) often (5)
@ 1@ 4)

Sales tools

Inventory optimization tool

Sourcing tools

Operations planning tool

Master Data management tool

Spend management analysis tool
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6. Which of the following steps are being taken by Maks a practice to manage supply

chain risks?

Never Rarel | Sometime | Very Always
(2) y (2) s (3) often (4) | (5)

Streamline processes

Improve demand forecasting

Strengthen business
continuity planning
Creation of supply chain
risk register

Centralize distribution

Increase inventory levels

Decentralize distribution

7. Which of the following supplier strategies are lgefiaken by Nokia to manage

supplier related risks?

Nev | Rar | Sometim | Very Alway
er ely es (3) often (4) | s (5)
(ORIN0)

Improve collaboration with
suppliers

Shift from single to multiple
supplier base

Conduct risk audit of key supplier

\"ZJ

Supplier development
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performed by Nokia?

8. Which of the following Strategic sourcing or advadcprocurement practices is

Never

(1)

Rarel
y (2)

Sometim
es (3)

Very
often

(4)

Always

®)

Screen and monitor regularly
current suppliers

Screen and monitor regularly
potential suppliers

Require critical suppliers to
produce a detailed plan of
disruption awareness

Include expected costs of
disruption in the total cost
equation

Require suppliers to provide
timely information & visibility
of material flow.

. Which of the following Real-Time supply chain riskanagement practices are used

in Nokia?

Never

(1)

Rarely
(2)

es (3)

Sometim

Very
often

(4)

Alway
s (5)

Conducting frequent
meetings/teleconferences with
critical suppliers

Implement technologies to trac
containers in distribution
channels

A

Conduct a detailed disruption
incident report & analysis
following a major disruption
event

Create an exception event
detection and early warning
system
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10. Which of the Real-time supply chain base operatioranagement practices are

employed in Nokia?

Never | Rarely Sometimes Very Always
1) 2) ®3) often (4) | (5

Improve visibility of
inventory buffer in domestic
distribution channels
Classify buffered materials
for different levels of
criticality
Training key employees

Develop real-time supply
chain reconfiguration
decision report

PART D Determine the barriers to adopting Supply Chain Risk Management
practices.
11.In your opinion to what extent is Nokia capableariigate key supply chain risks it

faces right now?

No Small | Moderate | Great Very great
extent extent | extent (3) | extent extent (5)
(1) (2) (4)

Nokia capability
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12.Which of the following is a barrier to implementi&grategic sourcing or advanced

procurement practice as a SCRM practice at Nokia?

Never | Rarely | Sometimes| Very Always
(2) (2) (©)) often (4) | (5)

Concerns about increased
costs

Poor communication across
supply chain
Inadequate technology

Lack of management suppart

Suppliers geographical
distance

Lack of supply chain
management knowledge

13.What are the barriers to implementation of Reald supply chain risk management

practice as SCRM practice in Nokia?

Never | Rarely | Sometimes| Very Always
() (2) 3) often (4) | (5)

Concerns about increased
costs

Poor communication across
supply chain

Lack of risk culture

Inadequate technology

Lack of adequate resources
to implement SCRM
practices

Lack of supply chain
management knowledge
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14.What are the barriers to implementation of Reaktsupply chain base operations

management practice as SCRM practice in Nokia?

Nev | Rarel | Sometime | Very Always
er y (2) s (3) often (5)
1) 4)

Concerns about increased costs

Underestimation of potential
impact of supply chain risks
Lack of risk culture

Excessive focus on efficiency

Lack of supply chain
management knowledge

15.What are the barriers to implementation of sup@teategies as SCRM practice at

Nokia in management of supplier related risks?

Never | Rarely | Sometimes| Very Always
Q) 2) 3) often (4) | (5)
Concerns about increased
costs
Poor communication across
supply chain

Lack of management support

Suppliers geographical
distance

Lack of supply chain
management knowledge
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